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Foreword 
The Virgin Islands is committed in its fight to combat money laundering and tackling the resulting illicit 
flows in an effort to maintain and enhance our global reputation. We recognise the importance of 
identifying, understanding and mitigating the money laundering threats to which the Territory is exposed, 
that threaten the economic, social and political fabric of our society, as well as the risks inherent in the 
financial and other services provided in and from within the Virgin Islands.  The importance of identifying, 
understanding and mitigating the risk of ML as a result of the activities carried out in and from within the 
Virgin Islands cannot be underscored.   
 
This money laundering risk assessment report is the culmination of a joint effort between the Financial 
{ŜǊǾƛŎŜǎ /ƻƳƳƛǎǎƛƻƴ όάǘƘŜ FSCέύ ŀǎ ǘƘŜ ǊŜƎǳƭŀǘƻǊκǎǳǇŜǊǾƛǎƻǊ ƻŦ ŦƛƴŀƴŎƛŀƭ ǎŜǊǾƛŎŜǎ ŀƴŘ ǘƘŜ CƛƴŀƴŎƛŀƭ 
LƴǾŜǎǘƛƎŀǘƛƻƴ !ƎŜƴŎȅ όάǘƘŜ CL!έύ as AML/CFT supervisor of Designated Non-Financial Businesses and 
Professions (DNFBPs) in the Virgin Islands.  The FSC and FIA are cognisant of the need to comprehensively 
examine the vulnerabilities within the sectors for which we have supervisory authority and identify the 
resulting risks.  It is against this backdrop that we have conducted this joint ML risk assessment as an 
update to the individual ML risk assessments conducted by each agency in 2020.  As supervisors we remain 
committed to identifying and responding to such risks, to playing our part in the ongoing global fight to 
combat ML and maintain our reputation as a place to conduct legitimate and quality business. 
 
This assessment involved not just a critical review of the ML risks posed by each of the sectors under our 
respective supervisory remits, but also took a close look at the identified ML threats to which the Virgin 
LǎƭŀƴŘǎΩ Ƴŀȅ ōŜ exposed, as well as emerging threats and the vulnerabilities within our AML operational 
framework.  ¢Ƙƛǎ ǊŜǉǳƛǊŜŘ ǘƘŜ ƛƴǾƻƭǾŜƳŜƴǘ ƻŦ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ law enforcement agencies who assisted in 
providing data and other qualitative information to help identify these threats, vulnerabilities and 
resulting risks.  Conducting this assessment has ensured that we will be able to continue to take 
appropriate action to effectively mitigate and manage these and other emerging risks.   
 
The findings of this risk assessment provide valuable information for our law enforcement agencies, as 
the results of this exercise will aid them in better addressing the ML threats facing the Territory and 
identifying the particular ML risks their agencies face.  The report also contains relevant information for 
us as supervisors, as well as the entities we supervise.  All entities should therefore review the report 
carefully and integrate the findings into their own institutional risk assessments and those of their clients 
where appropriate.  The report will help the private sector to better identify the particular ML risks faced 
and guide them towards the necessary actions to mitigate these risks.   
 
Appropriately identifying and responding to existing and emerging ML risks is vitally important to the VI 
maintaining the safety of its citizens and enhancing our global reputation as a place to conduct legitimate 
businessΦ  !ǎ ƪŜȅ ŀƎŜƴŎƛŜǎ ƛƴ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ !a[ ƻǇŜǊŀǘƛƻƴŀƭ ŦǊŀƳŜǿƻǊƪ we will continue to foster 
cooperation and collaboration between the public and private sectors and amongst public sector agencies  
to ǎŀŦŜƎǳŀǊŘ ǘƘŜ ±ƛǊƎƛƴ LǎƭŀƴŘǎΩ ǊŜǇǳǘŀǘƛƻƴ ŀǎ ŀ ƧǳǊƛǎŘƛŎǘƛƻƴ ǘƘŀǘ ǘŀƪŜǎ ƛǘǎ ǊŜǎǇƻƴǎƛōƛƭƛǘƛŜǎ ǘƻ ǘƘŜ Ǝƭƻōŀƭ 
community seriously and to further enhance our reputation as a leading international financial centre.   
 
 
 
Kenneth Baker       Errol George 
Managing Director/CEO      Director 
BVI Financial Services Commission    BVI Financial Investigation Agency 



6 
 

1. Executive Summary 
 

1.1 This money laundering risk assessment is the third ML-specific risk assessment conducted by the Virgin 

Islands.  In 2020, separate risk assessments were carried out by the Financial Services Commission and 

the Financial Investigation Agency in relation to the financial and DNFBP sectors supervised by each 

agency respectively.  The resulting reports provided an in-depth review of the risks and vulnerabilities of 

ōƻǘƘ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ ŦƛƴŀƴŎƛŀƭ ŀƴŘ ƴƻƴ-financial sectors as well as provided an overview of the identified 

ML threats facing the VI. 

 

1.2 This report now provides a consolidated update to the two ML risk assessments conducted in 2020 and 

covers both the FI and DNFBP sectors as well as a more in-depth review of the ¢ŜǊǊƛǘƻǊȅΩǎ !a[ ƻǇŜǊŀǘƛƻƴŀƭ 

framework and its vulnerabilities along with the overall ML threats to the jurisdiction.   

 

1.3 Data used was collected from the following CAs and LEAs with responsibility for various aspects of the 

AML/CFT regime within the jurisdiction: 

 

¶ Financial Services Commission ς Regulator/Supervisor of FIs 

¶ Financial Investigation Agency ς Financial Intelligence Unit and Supervisor of DNFBPs 

¶ wƻȅŀƭ ±ƛǊƎƛƴ LǎƭŀƴŘǎΩ tƻƭƛŎŜ CƻǊŎŜ ς Criminal Investigations 

¶ DƻǾŜǊƴƻǊΩǎ hŦŦƛŎŜ ς Extraditions and Mutual Legal Assistance   

¶ !ǘǘƻǊƴŜȅ DŜƴŜǊŀƭΩǎ /ƘŀƳōŜǊǎ ς Mutual Legal Assistance 

¶ Office of the Director of Public Prosecutions ς Criminal Prosecutions 

¶ Immigration Department ς Illegal Migration 

¶ Iƛǎ aŀƧŜǎǘȅΩǎ /ǳǎǘƻƳǎ ς Cash Seizures 

¶ International Tax Authority ς International Cooperation on Tax Matters   

¶ Supervised entities of the FSC and the FIA ς understanding of AML obligations 

 
National Threats 

1.4 The domestic money laundering threat stems primarily from drug trafficking which is considered to be the 
most significant predicate offence and associated cash smuggling, as well as migrant smuggling, and 
corruption.  Other offences identified were fraud (including online fraud) and breach of trust, which 
constitute elements of corruption.   In relation to corruption specifically as an offence, this has become 
an elevated threat since the 2020 ML risk assessments and as such additional detail has been provided in 
relation to the current position within the jurisdiction.  Other domestic predicates that contribute to ML 
were primarily considered to be lower threats. 
 

1.5 International fraud, foreign corruption and tax evasion have been identified as the main threats stemming 
from predicate offences committed overseas, which is consistent with international trends. These 
predicate offences could have a severe impact on the Territory if proceeds from such offences find their 
ǿŀȅ ƛƴǘƻ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ ŜŎƻƴƻƳȅ ǘƘǊƻǳƎƘ ǘƘŜ ǳǎŜ ƻŦ ǘƘŜ ǇǊƻŘǳŎǘǎ ŀƴŘ ǎŜǊǾƛŎŜǎ ƻŦŦŜǊŜŘ ōȅ ǘƘŜ ǾŀǊƛƻǳǎ CLǎ 
and DNFBPs.     
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National Operational Framework Vulnerabilities 

1.6 The ability to effectively mitigate the threat of ML lies in great part with the law enforcement and 
supervisory agencies within a jurisdiction.  There are, however, vulnerabilities that may limit these 
agencies ability to effectively mitigate ML risk.  The vulnerabilities identified within these key agencies in 
the VI that impact their ability to effectively mitigate the identified ML threats in the Territory include: 
sub-optimal levels of resourcing, lack of proper policies and procedures, inefficient data maintenance and 
insufficient training.  Other vulnerabilities identified in relation to specific agencies include potential 
corruption within, failure to carry out investigations, limited strategic and operational analysis and 
dissemination of intelligence and proper prioritisation of ML cases.  
 

1.7 A key recurring theme in relation to vulnerabilities within the national operational framework is the lack 
of adequate resources and the impact the current level of resources has on ǘƘŜ ±LΩǎ ability to effectively 
mitigate its ML risk. 
 
Legal Persons and Legal Arrangements 

1.8 The inherent vulnerability of legal persons and legal arrangements is driven by the complexity of the 
available structures and the complexity of the international financial transactions they engage in, which 
heighten the risk of these structures being used to facilitate ML.  The global nature of these entities and 
their ability to engage in cross border business activities makes them highly susceptible to criminal misuse.  
Further, the potential of these structures to be used to conceal the source of assets and the identity of 
beneficial owners, the availability of non-face-to-face transactions, and their use by a significant volume 
of high-risk customers, including foreign PEPs increases their vulnerability to be misused for ML purposes.  
Likewise, the sheer volume of legal persons registered in the VI increases the risk of registered agents and 
supervisors not knowing what types of activities these entities may be engaged in.  Similar issues also arise 
for legal arrangements which are not subjected to specific registration requirements. Risk mitigation in 
place in relation to legal persons and legal arrangements is fostered via measures implemented by the 
TCSPs that service these structures; however, the inherent vulnerabilities relating to these structures 
remain high. 
 
Emerging Products and Technologies 

1.9 ! ƧǳǊƛǎŘƛŎǘƛƻƴΩǎ ǳƴŘŜǊǎǘŀƴŘƛƴƎ ƻŦ ǘƘŜ ǇƻǘŜƴǘƛŀƭ a[ Ǌƛǎƪ ǇƻǎŜŘ ōȅ ŜƳŜǊƎƛƴƎ ǇǊƻŘǳŎǘǎ ŀƴŘ ǘŜŎƘƴƻƭƻƎƛŜǎ ƛǎ 
key to its ability to mitigate such risk.  In 2020, two (2) pieces of legislation were passed allowing for 
gaming and betting and the production of cannabis for medical purposes in the VI.  Both of which are 
known to ƘŀǾŜ ǎƛƎƴƛŦƛŎŀƴǘƭȅ ƘƛƎƘ ƛƴƘŜǊŜƴǘ a[ ǊƛǎƪΦ  ¢Ƙƛǎ ǊƛǎƪΣ ŎƻǳǇƭŜŘ ǿƛǘƘ ǘƘŜ ƧǳǊƛǎŘƛŎǘƛƻƴΩǎ ƛƴƘŜǊŜƴǘ 
vulnerabilities, means that the ML risk of both of these products is likely elevated.   

 

1.10 With the increasing use of decentralised finance (DeFi) instruments the VI has also considered the 
potential ML risk involved in these instruments.  The ability for such instruments to facilitate the transfer 
of funds, and purchase and exchange of financial assets by sidestepping traditional FIs such as banks, 
brokerages and exchanges comes with a greater risk of such products being misused for illicit gains.  Given 
the findings of the 2020 ML Risk Assessment, which indicated that there is an evolving threat from 
businesses operating in or from within the Virgin Islands that facilitate the provision of VA products, it is 
understood that where such businesses operate in a decentralised manner and effectively are providing 
DeFi services the ML risk is elevated.  The ML risk if further elevated where such activities are carried on 
in an unregulated space where these DeFis are not subject to any AML/CFT obligations.  Exposure to ML 
Ǌƛǎƪ ƛƴ ǊŜƭŀǘƛƻƴ ǘƻ 5ŜCƛΣ ǘƘŜǊŜŦƻǊŜΣ ƭƛŜǎ ƴƻǘ ƻƴƭȅ ǿƛǘƘ ǘƘŜ ŀŎǘǳŀƭ 5ŜCƛ ŀŎǘƛǾƛǘƛŜǎΣ ōǳǘ ŀƭǎƻ ƛƴ ǘƘŜ ±LΩǎ ŀōƛƭƛǘȅ ǘƻ 
identify the BVI entities through which DeFi activity is currently being facilitated, and take the necessary 
steps to prevent any unauthorised activity.  
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1.11 The introduction of a 7% transaction levy on all MSB transactions in 2020 has resulted in a substantial 
decline in the total value of transactions processed by MSBs, even after the reduction of this levy to 2.5% 
in 2022.  Individuals trying to avoid paying this transaction levy have resorted to using their bank accounts 
in the VI (established/new) and their country of origin which enables the transfer of money through 
regulated institutions which decreases the overall ML risk due to the high level of CDD carried out by 
banks.  Transfers through the use of mobile phones via apps linked to debit/credit cards and bank accounts 
are also becoming more popular as they facilitate quick transfer of funds, which do not require the use of 
regulated money services and the incurrence of stipulated fees. However, intelligence has suggested an 
introduction of the use of a Hawala style system, which is prevalent within the Dominican Republic, 
Guyanese and St Vincent communities, which are three of the top jurisdictions receiving outgoing money 
transfers.   
 
Inherent Money-Laundering Risk at the Sectoral Level 
 
Financial Institutions 

1.12 The banking sector in the Virgin Islands although small, plays an integral part within the local economy, 
accounting for approximately 7.8% of GDP.  It is also an important part of the financial services sector, 
with operations at both the domestic and international levels.  Most customers are attained through face-
to-face contact as majority of customers are resident within the Territory.  However, the sector does 
provide services to non-resident persons, either directly or through the provision of banking services to 
legal persons and legal arrangements whose BOs and other associated relevant persons non-resident 
within the Territory.  However, the volume of such activities is small. The delivery channels used are 
primarily face-to-face, including in relation to the on-boarding of clients, although there has been a 
gradual shift to more non-face-to-face transactions as online services have become more readily available 
through most of the entities within the sector.  The products and services offered are standard banking 
related products and services and are not of an overly complex nature.  Conversely, the volume of 
transactions conducted is of a substantial nature in the context of the size of the sector relative to the 
jurisdiction.   
 

1.13 Based on the demographics of the population and the cross-border nature of the financial services 
industry there is the potential for some of the activities within the banking sector to involve high risk 
jurisdictions.  Any associated risk is fairly well mitigated through the imposition of the requirements laid 
out primarily in the AMLTFCOP in dealing with high-risk countries. The cash intensive nature of the society 
ŀƴŘ ǘƘŜ ŘŜƳƻƎǊŀǇƘƛŎ ƻŦ ǘƘŜ ǇƻǇǳƭŀǘƛƻƴ ǿƛǘƘƛƴ ǘƘŜ ±L ŜƴƘŀƴŎŜǎ ǘƘŜ ǎŜŎǘƻǊΩǎ ŜȄǇƻǎǳǊŜ ǘƻ ǇƻǘŜƴǘƛŀƭ 
criminality, which ultimately impacts on the level of risk. 

 

1.14 Within the financing business sector services provided are limited to small and other short-term loans to 
connected persons or payment plans for insurance premiums and specialist services of buying bank loans 
and taking steps to collect the outstanding payments. Services are offered to local residents on a face-to-
face basis and delivery channel are simple in nature.  Clients and services provided within this sector do 
not involve high-risk jurisdictions.  The threat of ML associated with financing business is mainly in the 
taking out of loans for the sole purpose of swiftly repaying them using the proceeds of crime while, in 
some instances, converting the loan proceeds into a tangible legitimate asset.  However, given the size of 
the current financing business sector, the nature of the clientele, and the number and average value of 
the recorded transactions, this is highly unlikely to be an attractive means of facilitating ML within the 
Territory.   
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1.15 The money services sector is small with only two participants and the services provided are currently 
limited to money transfer services. The sector, however, although not highly integrated with other sectors 
outside of the banking sector, is significant in terms of outflows as it accounts for a large volume of cross-
border transactions.  Given the nature of the business, transactions are generally conducted face-to-face.  
However, some transactions may involve high risk jurisdictions based on the demographics of the 
customer base, although such transactions are not conducted on a regular basis.  While money transfer 
services are inherently considered to be of higher risk than other financial services business, the 
susceptibility for abuse of this sector appŜŀǊǎ ǘƻ ōŜ ƳƛǘƛƎŀǘŜŘ ǘƘǊƻǳƎƘ ǘƘŜ ǎŜŎǘƻǊΩǎ ǳƴŘŜǊǎǘŀƴŘƛƴƎ ƻŦ ƛǘǎ 
AML/CFT obligations.   
 

1.16 The size and nature of insurance business within the Territory does not provide any evidence that the 
sector is highly susceptible to or has been used for ML purposes.  The products and services offered 
through domestic insurance companies and intermediaries are limited to relatively vanilla type offerings 
and the captive insurance sector is small and inherently low risk.  Most business is conducted through 
face-to-face contact, including the payment of premiums and purchasing and renewal of policies and cash 
transactions are limited to the payment of premiums by some customers.  Given the nature of domestic 
insurance business and the services provided by insurance intermediaries there is little geographical risk 
involved in this sub-sector of insurance business.  With regard to captive insurance business, based on the 
geographical location of these clients and the nature of the products and services provided there is little 
exposure to geographical risk within these sub-sectors of the insurance sector. 
 

1.17 As the pǊƛƳŀǊȅ ƎŀǘŜǿŀȅ ǘƻ ǘƘŜ ±ƛǊƎƛƴ LǎƭŀƴŘǎΩ ƛƴǘŜǊƴŀǘƛƻƴŀƭ ŦƛƴŀƴŎƛŀƭ ǎŜǊǾƛŎŜǎ ǎŜŎǘƻǊ, the TCSP sector can 
be attractive to international criminals who wish to obscure ownership of property, evade foreign taxes 
or conceal the criminal origins of their property due primarily to the nature of products offered.  Further, 
the vulnerability of TCSPs to be misused for ML purposes is increased by the potential for legal persons 
and legal arrangements to be used to conceal the source of assets and the identity of beneficial owners. 
The broad range of products and services provided by TCSPs, particularly with regard to corporate 
directorships and nominee shareholder services enhances the susceptibility of this sector to misuse, as 
does the large number of PEPs, relative to other sectors, and other high-risk individuals who utilise 
products and services offered by TCSPs.   
 

1.18 In addition, due to the global nature of the sectorΩs clientele the risk of legal persons and legal 
arrangements emanating from high-risk jurisdictions is elevated. TCSPs have a large end-user clientele, 
however many TCSPs also rely on third party introductions when taking on clients and executing 
transactions, many of which are executed on a non-face-to-face basis.  This also increases the vulnerability 
of the TCSP sector to abuse.  This is mitigated through the requirement to have third party agreements 
and to test these relationships to ensure that information being maintained on behalf of the TCSP is 
accurate and up to date.  Legislatively, the TCSP is ultimately responsible for collecting BO information 
and may be subject to penalties for failing to maintain accurate records in relation thereto.   
 

1.19 The investment business sector in the VI can be subdivided into sub-sectors of investment funds and 
investment business, which includes asset and investment managers and advisers, broker/dealers and 
asset and investment administrators.  Both sub-sectors include a wide cross-section of clientele. Products 
and services offered through this sector are varied with large transaction volumes and assets are widely 
dispersed globally.  The nature of investment business can involve the movement of large sums of money 
across multiple borders, which presents ML risks.  Due to the nature of investment business, most service 
providers reside outside the VI and are geographically dispersed, some in high-risk jurisdictions, which in 
itself provides a high level of inherent risk.   
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¶ Investment fund vehicles 

¶ Asset and investment managers and advisers 

¶ Brokers/Dealers   

¶ Asset and investment administrators 

 

1.20 A significant amount of investment business is conducted through non-face-to-face contact given the 
nature of the business and the technological means by which many of these entities engage in their 
operations; however, cash transactions are rare.  The inherent vulnerabilities within this sector are high 
but have been somewhat mitigated based on the control measures currently in place.  However, the size 
and nature of investment business within the Territory provides evidence that the sector is highly 
susceptible to ML.  

 

1.21 To the extent that virtual assets are able to provide the same level of anonymity as physical cash, they 

also create a risk as they can be transmitted and used globally. In addition to providing another means to 

pay for contraband or illicit services, virtual assets also are now being used in the layering stage of money 

laundering to disguise the origin of illicit proceeds.  With regard to VA and VASPs, in the context of the VI, 

unregulated BVIBCs operating globally do pose an inherent risk, as these entities may, and do, operate as 

VA exchanges and ICOs.  The ±LΩǎ ǾǳƭƴŜǊŀōƛƭƛǘȅ ŜȄƛǎǘǎ ǇǊƛƳŀǊƛƭȅ in that the majority of transactions carried 

out are on a non-face-to-face basis, which offers a higher degree of anonymity than traditional non-cash 

payment methods.  Further, VASPs may also include transfers that are anonymous or pseudo-anonymous, 

making it difficult to identify beneficiaries of the transactions, thereby elevating the risk above other 

existing FIs.   

 

1.22 The nature of VA business can also involve the movement of large sums of money across multiple borders.  

The risk posed by VAs/VASPs is also heightened by the fact that clients are geographically dispersed and 

located in jurisdictions of varying risk including some high-risk jurisdictions.  The lack of legislative and 

supervisory oversight ŘŜƳƻƴǎǘǊŀǘŜǎ ŀ ŎƭŜŀǊ ǾǳƭƴŜǊŀōƛƭƛǘȅ ƛƴ ǘƘŜ ±LΩǎ !a[ ǎǘǊǳŎǘǳǊŜ ƎƛǾŜƴ the volume of VA 

business identified as being conducted from within the Territory.  However, the recent enactment of VASP 

legislation and actions taken by the FSC and the FIA to build out the supervisory, enforcement, AML/CFT 

and compliance regimes for VASPs should aid in mitigating such risk.   

 
1.23 Additionally, compliance deficiencies across FIs aid in increasing the ML risk because of the potential 

consequences, as FIs with inadequate AML compliance programs can allow suspicious transactions to 

occur without adequate screening or reporting.  The sectors assessed, however, have been able to 

mitigate such risk to a large extent as a result of strong adherence to CDD, BO and transaction 

recordkeeping and reporting requirements.  

 

Designated Non-financial Businesses and Professions 
1.24 The legal practitioner sector is the largest DNFBP sector within the Territory. The types of services offered 

are relatively standard and tend to include providing VI legal opinions and/or advice in connection to real 

estate transactions; aspects of VI company law; the creation, operation and management of BVI legal 

persons; and mergers and acquisitions.  Legal practitioners provide services to clients globally, which itself 
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poses a risk as firms may provide services to clients based in jurisdictions considered to be high risk for 

ML.  Given the types of services provided to clients globally, most services are provided virtually or in a 

non-face-to-face capacity. 

 

1.25 The accountancy sector within the VI is of moderate size in terms of the number of firms in operation. 

Services offered are relatively standard and tend to include the provision of services to clients in 

connection to transactions involving managing of client monies, securities or other assets, the 

management of bank or savings accounts, or in connection to transactions involving the creation, 

operation and/or management of legal persons or legal arrangements, in addition to general audit and 

accounting functions.  The types of customers served by this sector are generally corporate and business 

clients, and high net worth individuals, with the majority of the work being undertaken for corporate 

clients.  Firms within the sector provide services to clients globally and the majority of services are 

provided virtually or in a non-face to face capacity.  Both scenarios pose a risk to the sector of being 

exposed to ML abuse from persons globally.   

 

1.26 With regard to the real estate sector, in the VI real estate sales include both land and property sales. As 

such the value of real estate transactions can vary quite significantly.  The sector generally only provides 

sale/purchase services in relation to real estate based in the VI.  In addition to the general real estate 

ƳŀǊƪŜǘΣ ǘƘŜ ±LΩǎ ǊŜŀƭ ŜǎǘŀǘŜ ǎŜŎǘƻǊ ŀƭǎƻ ƛƴŎƭǳŘŜǎ ǎƻƳŜ ƘƛƎƘ-value luxury villas. Real estate agents generally 

provide services to private individuals.  The majority of customers from the domestic market would 

generally be considered standard/low risk, however, because of the fact that the real estate sector deals 

with such a wide demographic of clients, including the potential to deal with PEPs/high risk customers, 

there is some elevated level of risk in this regard.  

 

1.27 There are very few jewellers within the Territory.  Those that do exist, concentrate on the sale of finished 

pieces, almost exclusively on a face-to-face basis.  There is only one DPMS registered to carry out the 

buying and selling of gold bullion but has not yet undertaken any business.  The primary market for 

jewellers is cruise ship passengers, although they do also have repeat domestic customers.  Sales, 

therefore, are generally on a face-to-face sales basis.  Exposure to criminality comes from the use of cash 

within this sector. Jewellery stores are allowed to accept cash for the sale of goods and although some 

stores have a maximum cash threshold in place, some do not. 

 

1.28 Vehicle dealers within the VI provide services to both private individuals and businesses, however, the 

majority of customers are private individuals living and working within the VI and purchasing vehicles for 

personal use. The buyer market within the VI is, therefore, purely domestic and the geographic risk is 

limited.  Given the nature of this sector most transactions are undertaken on a face-to-face basis. Cash 

transactions are undertaken, and some dealers have a cash transaction threshold limit ranging from 

$5,000 to $15,000. However, some dealers do not have a maximum cash threshold in place, which places 

them at higher ML risk, as some dealers are inclined to accept full cash payments on vehicle purchases.   

 

1.29 The yacht broker sector within the VI comprises persons who are involved in the business of buying and 

selling yachts/boats and are long-established businesses within the Territory.  Persons purchasing 
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yachts/boats in the VI will generally do so as investments for the purposes of using them for charters and 

so the yacht charter side of the business will then manage and maintain the vessels.  Yacht brokers provide 

services to both private individuals and businesses; however, most customers are businesses based 

outside of the BVI, therefore, the majority of transactions occur on a non-face-to-face basis.  Cash 

transactions are not undertaken within the sector. Payments are sometimes via cheque but almost always 

via wire transfer and exposure to high-risk jurisdictions is limited.  

Comparative Assessment of the 2020 ML Risk Assessments with Current Assessment  
1.30 The overall data sources used were generally the same as those used during the 2020 assessments, 

however, the quality of the data in this assessment was much improved, which made for better and more 

critical analysis. Additionally, efforts have been made by the VI to address the recommendations in both 

the 2016 NRA and the 2020 ML risk assessments, which have helped to mitigate to some degree, the risks 

identified in the prior assessments.  With regard to the measurement of risk at the national level, the 

existing methodology was modified to take into specific account the impact of the identified threats, along 

with the particular national vulnerabilities and mitigating factors that would minimise such vulnerabilities.  

This resulted in a determination that the overall risk of ML to the Virgin Islands is Medium-High.  The 

findings outlined in Chart 1.1 below illustrate the level of risk at the national level. 

 

 
Chart 1.1: National ML Risk ς Domestic and Foreign  
 

1.31 In addition, the methodology and rating systems used in the 2020 sectoral assessments were used for the 

assessment of the FI and DNFBP sectors in this current assessment.  Chart 1.2 provides a comparative 

view of the risks identified within each FI sector between the 2020 Sectoral Assessment and this 

assessment, while Chart 1.3 compares the risk ratings within the DNFBP sector between 2020 and 2022.    
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Chart 1.2: Comparison of FI Sector Results between 2020 and 2022 Assessments 

 

 

Chart 1.3: Comparison of DNFBP Sector Results between 2020 and 2022 Assessments 
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2. Introduction  
 

Jurisdictional Profile 
 

Geographical 

2.1 The Territory of the Virgin Islands is an archipelago of some sixty (60) islands which sit to the north of the 
Leeward Islands and lie approximately 110 miles west of St. Maarten, a few miles east of the USVI and 
some 60 miles east of Puerto Rico.  Of the approximately sixty islands, islets and cays, twenty are 
inhabited.  The islands are primarily volcanic in nature, with the exception of Anegada, which is the most 
northerly of the islands and is constituted of coral and limestone.  Due to the geographical location of the 
islands the territorial waters between the Virgin Islands and the USVI are heavily trafficked on a daily basis 
ŦƻǊ ǇǳǊǇƻǎŜǎ ƻŦ ŎƻƳƳŜǊŎŜΦ  IƻǿŜǾŜǊΣ ǘƘŜ ±ƛǊƎƛƴ LǎƭŀƴŘǎΩ ōƻǊŘŜǊǎ ŀǊŜ ǉǳƛǘŜ ǇƻǊƻǳǎΣ ŀƴŘ ǘƘŜ ƻǇŜƴ 
waterways also lend to more nefarious activities such as drug and people smuggling. 
 

Political 

2.2 The Territory is one of the Overseas Territories of the United Kingdom and is classified by the United 
Nations as a Non-self-governing Territory of the United Kingdom.  The UK maintains responsibility for 
external affairs and security and retains associated reserve powers in these areas.  However, the Territory 
is internally self-governing, and operates under the Westminster system with a Cabinet style government.  
Cabinet Ministers are not independently elected to executive office, but rather are appointed from 
amongst the members of the elected Legislature and are ultimately accountable to the Parliament.  The 
±ƛǊƎƛƴ LǎƭŀƴŘǎΩ ǇŀǊƭƛŀƳŜƴǘ Ŏƻƴǎƛǎǘǎ ƻŦ ǘƘƛǊǘŜŜƴ ŜƭŜŎǘŜŘ ƳŜƳōŜrs, the Attorney General and a non-elected 
Speaker selected by the elected members of the House.   
 

Socio-economic  

2.3 The population of the Virgin Islands is approximately 32,000 and the Territory is home to residents from 
over 110 different countries and territories who make up approximately 70% of the local labour force.  
The official currency of the Territory is the US dollar.1 The primary sectors of the economy which generate 
the most economic activity and revenue are tourism and financial services, with financial services 
contributing approximately 32.6% ƻŦ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ D5t in 2022Φ ¢ƘŜ ±ƛǊƎƛƴ LǎƭŀƴŘǎΩ ŜŎƻƴƻƳƛŎ 
performance showed an increase in positive growth of tƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ D5t ŦǊƻƳ ϷмΦлн ōƛƭƭƛƻƴ ƛƴ нлмп ǘƻ 
$1.38 billion in 2018, before contracting to $1.30 billion in 2019.  However, although the global 
coronavirus pandemic saw the total closure of the tourism sector for most of the fiscal year 2020, GDP is 
again showing positive growth.  In 2020, GDP stood at $1.31 billion, before rising to $1.34 billion in 2021 
and $1.39 billion in 2022. 
 

  

 
1 This is by virtue of the Legal Tender (Adoption of United States Currency) Act (Cap. 102) of the Laws of the Virgin Islands. 
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3. National Policy and Strategy 
 

3.1 The ±LΩǎ National AML/CFT Policy όάbŀǘƛƻƴŀƭ tƻƭƛŎȅέύ ŀƴŘ National AML/CFT Strategy 2021-2023 όάbŀǘƛƻƴŀƭ 
{ǘǊŀǘŜƎȅέύ were approved by the National Anti-money Laundering Coordinating Council on 18 March 2021 
and adopted by the Cabinet of the Virgin Islands on 19 May 2021.  The National Policy was developed 
taking into consideration the identified ML/TF/PF threats, risk levels and potential consequences, along 
with the recommendations outlined in the initial NRA report. Other relevant issues were also taken in 
consideration, including subsequent changes to international standards since the conclusion of the NRA 
exercise.  The National Policy ǇǊƻǾƛŘŜǎ ŀ ŦǊŀƳŜǿƻǊƪ ŦƻǊ ƳƛƴƛƳƛȊƛƴƎ a[κ¢C Ǌƛǎƪǎ ŀƴŘ ǎǘǊŜƴƎǘƘŜƴƛƴƎ ǘƘŜ ±LΩǎ 
national AML/CFT regime through the identification of key areas which form the foundation of the 
National strategy.  
 

3.2 The National Strategy is a three-year roadmap designed around the National AML/CFT2 Policy framework.  

The National Strategy is meant to be read in conjunction with the National Policy and used by public and 

private sector stakeholders to implement effective measures to combat the ML, TF and PF risks identified 

within the local financial sector.  It is a cohesive plan which ǎŜŜƪǎ ǘƻ ƛƳǇǊƻǾŜ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ !a[κ/C¢ 

regime by addressing its ML, TF and PF risks, thereby ensuring a high level of compliance with International 

{ǘŀƴŘŀǊŘǎΣ ŀƴŘ ǇǊƻǘŜŎǘƛƴƎ ǘƘŜ ±LΩǎ ŜŎƻƴƻƳȅ ŀƎŀƛƴǎǘ ǘƘŜ ǇƻǘŜƴǘƛŀƭ ƴŜƎŀǘƛǾŜ ƛƳǇŀŎǘǎ ƻŦ a[Σ ¢C ŀƴŘ tCΦ   

 

3.3 The National Strategy provides a guide of the actions required to be undertaken in order to improve the 

±LΩǎ ŜŦŦŜŎǘƛǾŜƴŜǎǎ in mitigating against ML, TF and PF, with the ultimate goal being a more secure and well-

regulated international financial centre and economy.  The objectives set out in the National Strategy 

embody the action points identified during the NRA process, as well as other important issues identified 

within the Territory since the finalisation of the NRA and takes into account recent developments in 

international standards. The National Strategy was designed to ensure that the standards at the legislative 

and institutional levels are met in such a way as to achieve effective results. 

 

3.4 To effectively implement the National Policy and Strategy a National Strategic Action Plan όά!Ŏǘƛƻƴ tƭŀƴέύ 

was issued in 2021.  The Action Plan details how the VI intends to address each of the key strategic areas 

outlined in the AML/CFT Policy by delivering on the objectives identified, as well as the related actions 

outlined in the Strategy.  The Action Plan is divided into the following six (6) sections, which align with the 

National Policy and National Strategy: 

 

¶ Prevention 

¶ Detection 

¶ Investigation and Sanctioning 

¶ Regulation 

¶ Articulation 

¶ National and International Cooperation 

 

 

 
2 For the purposes of this document any reference to AML/CFT also includes PF 
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3.5 The most recent update provided on the status of the Action Plan indicated that: 

 

¶ work on 80% of all issues had commenced, including over 95% of άhigh priorityέ issues;  

¶ 82% of ǘƘŜ άhigh priorityέ action items were completed;  

¶ 43% of Prevention action items were completed;  

¶ 50% of Detection action items were completed;  

¶ 50% of Investigation and Sanctioning action items were completed; and  

¶ 40% of Regulation action items were completed.  
 

3.6 The National Policy and Strategy documents are currently being revised. A decision has been taken to 
separate the document into two separate ML and TF polices and strategies taking into account the findings 
of risk assessments conducted by relevant authorities and the implementation of the recommendations 
emanating from those risk assessments. Additionally, the revised documents will account for any 
recommendations stemming from this Report.  Once updated a revised Action Plan will be drafted to 
provide the roadmap to address the identified issues. 
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4. AML Legislative Framework 
 

4.1 ¢ƘŜ ±ƛǊƎƛƴ LǎƭŀƴŘǎΩ !a[/CFT framework emanates from the Proceeds of Criminal Conduct Act and the 

Drug Trafficking Offences Act.  The PCCA represents an all-crimes anti-money laundering legislation. It 

provides for the recovery of the proceeds of crime; in addition, it also establishes a regime for the 

registration and enforcement of external confiscation orders.  

 

4.2 The DTOA gives effect to the provisions of the Convention Against Illicit Traffic in Narcotic Drugs and 

Psychotropic Substances, 1988.  It establishes the legal framework for the recovery of the proceeds of 

drug trafficking and creates a regime of international co-operation on drug trafficking, including 

applications for confiscation, restraint and charging orders.     

 

4.3 Issued under the PCCA, the Anti-money Laundering Regulations foster the regulation/supervision of 

regulated and non-regulated entities by requiring the adoption of specified measures to guard against the 

activities of money laundering and terrorist financing and ensure the availability of information when 

requested.  

 

4.4 The Anti-money Laundering and Terrorist Financing Code of Practice supplements the Anti-money 

Laundering Regulations and establishes a framework for compliance with AML/CFT matters including the 

verification and maintenance of relevant ownership information and other pertinent records, as well as 

exchange of information with relevant authorities. 

 

4.5 With regard to exchange of information, the Criminal Justice International Cooperation Act enables the 

Virgin Islands to co-operate with other countries in matters pertaining to criminal investigations and 

proceedings; in addition, the CJICA regulates substances that are considered useful for the manufacture 

of controlled drugs and also creates a regime of hot pursuit in apprehending vessels and persons 

concerned with drug offences. This latter regime, however, operates only on a bilateral arrangement, that 

currently exists between the VI and the USA.  
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5. AML Operational Framework 
 

The Law Enforcement Framework 
 

5.1 The law enforcement framework within the Virgin Islands consists of a number of LEAs, each of which has 

its own specific mandate with regard to AML.  To maximise output and work towards effective outcomes 

these LEAs also coordinate and cooperate with each other when and where necessary.  Such coordination 

and cooperation is considered necessary to effectively combat ML within the Territory.    

The Royal Virgin Islands Police Force (RVIPF) 

5.2 The RVIPF provides visible and responsive policing services within the Territory; upholding the law and 

ensuring that offenders are brought to justice. The RVIPF is the lead agency for criminal investigations of 

ML offences and has a wide range of legal powers available to it to conduct ML investigations and to seize 

criminal assets during the course of a criminal investigation.  

 

5.3 The Financial Crime Unit (FCU) of the RVIPF is the dedicated unit within the RVIPF charged with leading 

ǘƘŜ w±LtCΩǎ ǊŜǎǇƻƴǎŜ ǘƻ ƳƻƴŜȅ ƭŀǳƴŘŜǊƛƴƎ, and as such is the main investigative body for ML and other 

proceeds of crime.  There are procedures in place that allow the FCU to engage in parallel investigations 

with other Units within the RVIPF. The FCU also receives vital financial intelligence from the FIA and HMC. 

The FCU is therefore able to conduct financial investigations in collaboration with other units within the 

RVIPF as well as other LEAs. The source of these investigations varies; however, the bulk of their criminal 

investigations stem mainly from predicate offences identified by the RVIPF or SAR referrals emanating 

from the FIA. The FCU also provides support to HMC, FIA and ID to investigate ML offences and cash 

seizures stemming from operations conducted by these agencies and makes recommendations for 

prosecutions based on such investigations.  

5.4 The other Units within the RVIPF that work closely with the FCU include the Major Investigations Team 

(MIT), The Special Investigations Team (SIT), and the Intelligence Unit (IU). 

 

5.5 The Major Investigations Team (MIT) within the RVIPF is responsible for investigating murders, suicides, 

high-risk missing persons, work-related deaths where gross negligence is suspected, serious crimes 

committed onboard BVI registered vessels or aircraft and re-investigation of cold cases. The most 

predominant offence investigated by the MIT is murder.   A review of the murders investigated by the MIT 

within the past ten (10) years suggests that a significant number have a direct nexus to drug 

trafficking.  Based on this link, the offence of Proceeds of Criminal Conduct (PCC) regularly becomes a line 

ƻŦ ƛƴǾŜǎǘƛƎŀǘƛƻƴ ƛƴ aL¢Ωǎ ƳǳǊŘŜǊ ŜƴǉǳƛǊƛŜǎΦ   The nexus between murders and PCC often calls for parallel 

investigations between the MIT and the FCU in order to secure successful results.  

 

5.6 The Special Investigations Team (SIT) is another investigative unit whose main focus is intelligence led 

activity engaged in to identify, disrupt and investigate those facilitating the movement of illegal 

commodities.  As part of its function, SIT also undertakes covert operations.  SIT is responsible for 

investigating drug trafficking, firearms trafficking, human smuggling/trafficking and organized crime 
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matters; predicate offences which tend to have a nexus to ML offences.  The SIT and the MIT work closely 

together and are supported by the FCU.  The FCU, therefore, provides assistance/support to the SIT and 

also conducts parallel investigations alongside the SIT in relation to ML offences. 

 

5.7 The Intelligence Unit (IU) of the RVIPF is responsible for the collation, sanitisation and dissemination of 

intelligence, and the management of covert activity within the RVIPF. The IU collects intelligence through 

a variety of intelligence sources.  The IU is also responsible for multi-agency intelligence sharing and 

development within the BVI and with international partners ŀƴŘ ǎŜǊǾŜǎ ŀǎ ǘƘŜ w±LtCΩǎ ŘŜŘƛŎŀǘŜŘ LƴǘŜǊǇƻƭ 

liaison. The IU and FCU mutually support each other. 

Iƛǎ aŀƧŜǎǘȅΩǎ /ǳǎǘƻƳǎ (HMC) 
5.8 HMC deprives criminals of assets by detaining, seizing, and forfeiting the proceeds of criminal gains. HMC 

shares information with the RVIPF in relation to people movement and importation of goods and assists 

the RVIPF with investigations by initiating the detention of property and cash.  HMC is a member of the 

Caribbean Customs Law Enforcement Council (CCLEC). This membership has aided HMC in developing 

relationships and cooperation with organisations such as the Caribbean Regional Technical Assistance 

Centre (CARTAC), Caribbean Regional Drug Law Enforcement Training Centre (REDTRAC), Inter-American 

Development Bank, World Trade Organization (WTO), World Customs Organisation (WCO) and the 

Caribbean Community Implementation Agency for Crime and Security (IMPACS).  HMC also works closely 

with US CBP and ICE, and along with the RVIPF, participates in joint operations with these agencies when 

necessary.  In addition, Ia/ ƛǎ ǘƘŜ ŎǳǊǊŜƴǘ /ƘŀƛǊ ƻŦ ǘƘŜ ±LΩǎ Wƻƛƴǘ ¢ŀǎƪ CƻǊŎŜΣ ǿƘose purpose is to provide 

the VI with a multi-agency capability that can respond appropriately to emerging issues in a cohesive and 

effective manner.  

Immigration Department (ID) 

5.9 The Immigration Department is responsible for the management of persons migrating legally through the 

Territories Borders as well as the management of illegal persons including their detention and repatriation 

to the home country.  It is also responsible for the handling and processing of applications for Belonger 

and Residence Status in collaboration with the Board of Immigration and the processing of persons living, 

working, residing or visiting the Territory to allow for valid work, entry and landing permits to be issued.   

 

5.10 The ID has an established working relationship with other LEAs in the VI and works collaboratively to carry 

out each agency's mandate.  Information sharing takes place on a daily basis.  Additionally, the ID is a part 

of CLEA, JTF, & NEOC.  Regionally, the ID works closely with ICE and CBP of both the USVI and Puerto Rico, 

and all IDs throughout the Caribbean region, most notable the St. Maarten, Antigua and Barbuda and St. 

Kitts and Nevis Immigration Departments. Further, the ID is a part of the CARICOM's Standing Committee 

of Chiefs of Immigration and Comptrollers of Customs, British Overseas Territory's Immigration 

Intelligence Forum. 
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Financial Investigation Agency (FIA) 

5.11 The FIA is responsible for receiving, analysing and disseminating financial intelligence and other 

information, and assisting in the processing of letters of request.   These functions are carried out by the 

CL!Ωǎ CƛƴŀƴŎƛŀƭ LƴǘŜƭƭƛƎŜƴŎŜ ¦ƴƛǘ (FIU).  The FIU consists of an analysis team responsible for analysing SARs 

and making relevant disclosures to the RVIPF and other LEAs and conducting strategic analysis; an 

intelligence team responsible for conducting operational analysis and background checks; and an 

investigating team responsible for responding to letters of request/international co-operation matters 

referred to the FIA by the AGC and processing requests for information received from domestic and 

foreign CAs during the course of their ML/TF/PF investigations. 

The Office of the Director of Public Prosecutions (ODPP) 

5.12 The ODPP is the sole prosecutorial authority in the Territory with responsibility for commencing 

prosecutions, taking over private prosecutions, and discontinuing prosecutions.  Every case file submitted 

by a law enforcement agency is reviewed by the ODPP.  Generally, files must be submitted through the 

Police Prosecution Unit.  All proceeds of criminal conduct matters are pursued, and this includes ML 

related activities.   As it relates to ML the ODPP pursue matters involving predicate offences (including 

drug offences), firearm offences, offences where on the facts it is clear that there has been a profit of 

criminal activity, or the monies involved were used to fund the commission of an offence.  

¢ƘŜ !ǘǘƻǊƴŜȅ DŜƴŜǊŀƭΩǎ /ƘŀƳōŜǊǎ (AGC) 

5.13 The AGC is responsible for reviewing and responding to MLA and the service of documents requests in 

accordance with the laws of the VI.  As the competent authority for Mutual Legal Assistance, the AGC 

receives, and processes MLA and service of judicial documents requests submitted to the AGC by foreign 

competent authorities. Generally, there are no restrictions regarding foreign jurisdictions to which 

assistance may be rendered.  However, there are currently international sanctions levied against Russia, 

which restricts processing requests from Russia.  

The Office of the Governor (GO) 

5.14 The Governor of the VI is the competent authority for the purpose of responding to requests for 

extradition from the VI. The AGC provides advice to the Governor throughout the entire extradition 

process.  In addition, MLA requests are sometimes received by and channelled to the AGC through the 

GO. The Governor is also the competent authority responsible for the implementation of all international 

sanctions in the VI. 
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The Supervisory Framework 
5.15 The FSC and the FIA are responsible for ensuring the provisions outlined in the AMLR and the AMLTFCOP 

are adhered to by their respective supervised entities, not the least being the requirement to file SARs 

and conduct full and proper CDD, and where appropriate, ECDD.  Conduct of due diligence measures 

includes the identification and verification of BO information.  It also includes consideration of the 

institutional risk that a supervised entity would be exposed to, as well as the customer, product/service, 

and geographical risks of its clients where applicable.  

Financial Services Commission 

5.16 In the VI, the FSC is responsible for the regulation and supervision of FIs and TCSPs, which are classified as 

financial institutions given the importance of these entities to the TerritoryΩs economyΦ  ¢ƘŜ C{/Ωǎ 

AML/CFT operational framework in relation to such regulation and supervision is multifaceted and is 

centred on a strong licensing and authorisation regime, a comprehensive risk-based supervisory 

framework, and the execution of proportionate and effective enforcement measures.   

Regulation 

5.17 Any FI wishing to carry on business in, or from within the Virgin Islands must apply for and be granted a 

licence by the FSC under the relevant lŜƎƛǎƭŀǘƛƻƴΦ  ¢ƘŜ C{/Ωǎ ƭƛŎŜƴǎƛƴƎ ǇǊƻŎŜǎǎ Ƙŀǎ ōŜŜƴ ŘŜǾŜƭƻǇŜŘ ǘƻ 

ensure the minimisation of misuse of BVI structures by criminals and their associates through its robust 

ǎȅǎǘŜƳ ƻŦ ƳŀǊƪŜǘ ŜƴǘǊȅ ŎƻƴǘǊƻƭǎΦ  ¢ƘŜǎŜ ŎƻƴǘǊƻƭǎ ŀǊŜ ŎŜƴǘǊŜŘ ƻƴ ǘƘŜ C{/Ωǎ ǳƴŘŜǊǎǘŀƴŘƛƴƎ of the ownership 

and control structures of applicants, including the identification and verification of the beneficial owners 

of each applicant, along with an assessment of the fitness and propriety of the applicant and all identified 

senior officers and other independent officers. This process is repeated whenever there is any significant 

change in ownership (10% or more), or senior officers once the entity is licensed. 

 

5.18 The FSC also engages regulated entities on AML/CFT matters to enhance their overall understanding of 

ML risk through targeted engagement and the provision of comprehensive sector-specific AML/CFT 

guidance3.  Further, the FSC engages the industry to promote collaborative dialogue and ensure regular 

updates on AML/CFT maters through the use of various industry outreach programmes4. 

Supervision 

5.19 The FSC operates a risk-based approach to AML/CFT supervision based on standards of best practice and 

in adherence with FATF Recommendations.  Supervision includes both desk-based monitoring and on-site 

ƛƴǎǇŜŎǘƛƻƴ ǇǊƻŎŜǎǎŜǎ ǿƘƛŎƘ ŀǊŜ ŎŜƴǘǊŜŘ ŀǊƻǳƴŘ ŀƴŘ ƛƴŦƻǊƳŜŘ ōȅ ǘƘŜ C{/Ωǎ wƛǎƪ !ǎǎŜǎǎƳŜƴǘ CǊŀƳŜǿƻǊƪ 

(RAF).  The RAF looks at the nature of innate operational risks, the specific source of such risks and the 

quality of the management of those risks, and classifies individual licensees based on a 5-tiered risk 

ŀǎǎŜǎǎƳŜƴǘ ǊŀǘƛƴƎ ǎȅǎǘŜƳΦ  ¢Ƙƛǎ ǘƻƻƭ ƛǎ ŀǇǇƭƛŎŀōƭŜ ǘƘǊƻǳƎƘƻǳǘ ǘƘŜ ǎǘǊŀǘŀ ƻŦ ǘƘŜ ƭƛŎŜƴǎŜŜΩǎ ǊŜƭŀǘƛƻƴǎƘƛǇ ǿƛǘƘ 

the regulator and applies to all licensed entities.   

 

 
3 Such guidance includes AML/CFT Guidelines for the Banking Sector, Money Services Business Guidelines, Guidance on Regulation of Virtual 
Assets in the Virgin Islands, as well as the AMLTFCOP which applies to all sectors 
4 Programmes include Meet the Regulator forums, participation in BVI Finance Breakfast meetings, publication of industry circulars and monthly 
newsletters, and presentations at industry association meetings  
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5.20 Application of these criteria, as part of the wider risk assessment methodology developed by the FSC, 

determines the level of supervision required for each licensee, which could range, inter alia, from routine 

desk-based monitoring and event driven reviews, to execution of thematic or full inspections, suspension 

of operations, appointment of an examiner, or withdrawal of a licence. 

 

5.21 Results of on-site inspections are shared with the relevant licensee who is required to submit a 

remediation plan to ensure deficiencies identified are appropriately and timely addressed.  Failure to 

effectively remediate the identified deficiencies may lead to enforcement action being taken against the 

offending licensees.  The FSC has also begun to issue general inspections findings via its newsletter for the 

benefit of the wider industry. 

Enforcement Mechanisms 

5.22 As part of its regulatory and supervisory mandate the FSC has an obligation to take enforcement action 

against any licensee for failures of compliance or breaches in regulatory requirements.  In so doing, the 

FSC follows clear criteria set out in its Enforcement Guidelines, which have been developed to ensure fair, 

consistent and proportionate application of enforcement actions based on the severity of the identified 

infraction.  This includes the application of proportionate and dissuasive sanctions where necessary.  

During the assessment period the FSC used a number of its available enforcement actions, including the 

imposition of $479,000 in penalties, $255,000 of which related to AML breaches (see Table 5.1 below).  

 

 2020 2021 2022  

Sector AML Non-

AML 

AML Non-AML AML Non-AML Total 

-- TCSPs 10,000 0 165,000 17,00.00 75,000 20,000.00 287,000 

-- Banking 0 0 0 0 5,000 15,000 20,000 

--Insurance 0 0 0 0 0 2,000 2,000 

--Investment 

Business 

0 0 0 50,000 0 115,000 165,000 

--Money 

Services 

0 0 0 0 0 0 0 

--Financing 0 0 0 0 0 0 0 

--Other 

(Unregulated 

Business) 

0 0 0 0 0 5,000 5,000 

Total 10,000 0 165,000 67,000 80,000 157,000 479,000 

Table 5.1: FSC Enforcement Actions Taken Between 2020 and 2022 
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Financial Investigation Agency 

5.23 The FIA has supervisory responsibility of DNFBPs and NPOs within the Territory for the purposes of 

AML/CFT. However, for the purposes of assessing ML risk, the focus of this report is on DNFBPs. The FIA, 

in addition to exercising supervisory responsibility of DNFBPs, is also responsible for the registration of 

said DNFBPs within the Territory. ¢ƘŜǎŜ ŦǳƴŎǘƛƻƴǎ ŀǊŜ ŎŀǊǊƛŜŘ ƻǳǘ ōȅ ǘƘŜ CL!Ωǎ {ǳǇŜǊǾƛǎƛƻƴ ŀƴŘ 

Enforcement Unit (SEU). ¢ƘŜ CL!Ωǎ ǊŜƎƛǎǘǊŀǘƛƻƴ ŀƴŘ ǎǳǇŜǊǾƛǎƛƻƴ ŦǊŀƳŜǿƻǊƪ Ƙŀǎ ōŜŜƴ ŘŜǾŜƭƻǇŜŘ ǘƻ ŜƴǎǳǊŜ 

that all entities falling under the DNFBP umbrella are registered and are following good principles of 

governance when it comes to AML/CFT controls. The FIA has put in place a strong registration regime and 

a risk-based approach to supervision.  

 

5.24 The FIA also engages with the DNFBP sector on a regular basis, via its supervisory process and through 

ƻǳǘǊŜŀŎƘΣ ǘƻ ǇǊƻƳƻǘŜ !a[κ/C¢ ǇǊƛƴŎƛǇƭŜǎ ŀƴŘ ǘƻ ƛƴŎǊŜŀǎŜ ǘƘŜ ǎŜŎǘƻǊΩǎ ŀǿŀǊŜƴŜǎǎ ƻŦ ǎŀme.  

Registration  

5.25 Following amendments to the FIA Act, the DNFBP registration regime came into effect in February 2022. 

!ƭƭ 5bC.tǎ ŀǊŜ ǊŜǉǳƛǊŜŘ ǘƻ ǊŜƎƛǎǘŜǊ ǿƛǘƘ ǘƘŜ CL! ŀƴŘ ōŜ ǎǳǇŜǊǾƛǎŜŘ ŦƻǊ ǘƘŜ ǇǳǊǇƻǎŜǎ ƻŦ !a[κ/C¢Φ ¢ƘŜ CL!Ωǎ 

registration process seeks to ensure that all entities falling under the DNFBP supervisory umbrella are 

registered, and criminals and their associates are prevented from holding, or being the beneficial owner 

of, a significant or controlling interest or serving in a management capacity in DNFBPs. DNFBPs are 

required to provide the FIA with the names of persons holding a significant or a controlling interest in the 

DNFBP, its directors as well as its senior officers.  This information is required at the point of registration 

and on an ongoing basis within seven (7) days should a change occur. All persons who fall within the 

ŎŀǘŜƎƻǊƛŜǎ ŀǊŜ ŀƭǎƻ ǊŜǉǳƛǊŜŘ ǘƻ ƳŜŜǘ ǘƘŜ CL!Ωǎ Ŧƛǘ ŀƴŘ ǇǊƻǇŜǊ ǘŜǎǘΣ ǿƘƛŎƘ ƛƴŎƭǳŘŜǎ ŎƘŜŎƪǎ ƻƴ ŎƻƳǇŜǘŜƴŎŜ 

and capability and integrity and reputation. This entails a thorough and detailed review of each 

application, including all beneficial ownership and management information, as well as further checks to 

ensure DNFBPs and the individuals associated with them as verified, prior to registration being approved. 

This process is repeated whenever there is a change in a person holding a significant or controlling interest 

or a person holding a director or management role. In addition, the FIA also undertakes criminality checks 

on all applications. 

Supervision 

5.26 The FIA also operates a risk-based approach to AML/CFT supervision based on standards of best practice 

and in adherence with FATF Recommendations. Once registered and operational, all DNFBPs go through 

a risk assessment exercise. This includes a review of the business, its operations and its customer base, as 

well as any inherent risks the business may pose. This risk assessment process determines the level of 

supervision each DNFBP receives, which may include routine desk-based monitoring, ongoing event 

driven monitoring, inspections (thematic as well as full scope) and outreach.  

 

5.27 Results of desk-based monitoring and inspections are shared with the DNFBP who is required to undertake 

remedial steps. In the case of an inspection, a meeting is held with the DNFBP to explain the outcome of 

the inspection, as well as the required next steps. DNFBPs under remediation are then monitored via the 

CL!Ωǎ ƻƴƎƻƛƴƎ ŘŜǎƪ-based monitoring process, to ensure that they rectify any deficiencies within the 
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required time. Failure to effectively remediate, may lead to enforcement action being taken against the 

DNFBP.  

Enforcement Mechanisms 

5.28 As part of its supervisory responsibility, the FIA has access to monetary as well as non-monetary 

enforcement actions available for use, in the event of non-compliance/breaches by a DNFBP. The FIA has 

the power to impose a range of sanctions as enforcement actions against DNFBPs. The FIA also has 

additional powers, which it can and does use in order to ensure compliance with the AML/CFT regime. As 

part of this framework, the FIA follows its Guidance Notes on Enforcement and Penalties for DNFBPs and 

bthǎΣ ǿƘƛŎƘ ǿŜǊŜ ŘŜǾŜƭƻǇŜŘ ǘƻ ǇǊƻǾƛŘŜ 5bC.tǎ ŀƴŘ bthǎ ǿƛǘƘ ƎǳƛŘŀƴŎŜ ƻƴ ǘƘŜ CL!Ωǎ ŜƴŦƻǊŎŜƳŜƴǘ 

process.  

 

5.29 Although monetary penalties were not issued during the period covered under this report, the non-

monetary enforcement actions identified in Table 5.2 below were taken:  

 

 Compulsory Directives issued  Section 5D Notices issued 

Legal Practitioner  3 5 

Accountants  - 1 

Real Estate Agents  - 2 

Jewellers & DPMS 1 2 

Yacht Brokers  - - 

Car Dealers  - - 

Table 5.2: FIA Enforcement Actions Taken Between 2020 and 2022 
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6. The Assessment 
 

6.1 In 2020 the FSC and the FIA conducted sectoral ML risk assessments of the FI and DNFBP sectors as a 

follow up to the National Risk Assessment that was concluded in 2016.  The resulting reports provided an 

in-ŘŜǇǘƘ ǊŜǾƛŜǿ ƻŦ ǘƘŜ ǊƛǎƪǎΣ ǘƘǊŜŀǘǎ ŀƴŘ ǾǳƭƴŜǊŀōƛƭƛǘƛŜǎ ƻŦ ōƻǘƘ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ ŦƛƴŀƴŎƛŀƭ ŀƴŘ ƴƻƴ-financial 

sectors, as well as of the Competent Authorities and law enforcement agencies within the jurisdiction that 

are responsible for mitigating the risk of ML and TF.   

 

6.2 Since that time the Territory has been working towards addressing the recommendations made in those 

reports at a national level.  The results of the 2020 ML risk assessments have enabled authorities to 

identify, assess and understand the changes in the ML risks faced by the jurisdiction since the initial NRA 

was conducted.  The Territory has also implemented its National AML/CFT Policy, National AML/CFT 

Strategy and National Strategic Action Plan in order to apply appropriate risk-based preventative or 

mitigating measures.   

 

6.3 At the supervisory level, the FSC and the FIA have enhanced their supervision and regulation of financial 

institutions and DNFBPs through increased desk-based and on-site supervision monitoring and as well as 

outreach.  Such outreach included ensuring that FIs and DNFBPs were aware of the findings of the 2020 

ML assessments and understood that they needed to take the findings into consideration when carrying 

out their own assessments to determine what constitutes a high or low risk, what their risk appetite is, 

and what constitutes appropriate measures to manage and mitigate risks. 

 

6.4 In accordance with the National AML/CFT Policy and Strategy the Territory has committed to updating 

these risk assessments based on intelligence gathering of potential and/or developing risks.  Given the 

ongoing shifts in the global and local AML/CFT landscapes it is now necessary to review the current 

AML/CFT environment to take into account shifts in threats and vulnerabilities that have occurred since 

the conclusion of the 2020 ML risk assessments. 

 

6.5 The 2020 sectoral risk assessments covered the period 2015 through 2019 for FIs and 2017 through 2019 

for the DNFBP sector.  This follow-up assessment now looks ŀǘ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ Ǌƛǎƪ ǇǊƻŦƛƭŜ ǊŜǎǳƭǘƛƴƎ ŦǊƻƳ 

data collected for the period 2020 and 2022.  The assessment was carried out jointly between the FSC and 

FIA and involved the following stakeholders who plaȅ ŀ ǊƻƭŜ ƛƴ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ !a[ ŀǊŎƘƛǘŜŎǘǳǊŜ: 

¶ Financial Services Commission ς Regulator/Supervisor of FIs 

¶ Financial Investigation Agency ς Financial Intelligence Unit and Supervisor of DNFBPs 

¶ Royal ±ƛǊƎƛƴ LǎƭŀƴŘǎΩ tƻƭƛŎŜ CƻǊŎŜ ς Criminal Investigations 

¶ DƻǾŜǊƴƻǊΩǎ hŦŦƛŎŜ ς International Sanctions  

¶ !ǘǘƻǊƴŜȅ DŜƴŜǊŀƭΩǎ /ƘŀƳōŜǊǎ ς Mutual Legal Assistance 

¶ Office of the Director of Public Prosecutions ς Criminal Prosecutions 

¶ Immigration Department ς Illegal Migration 

¶ Iƛǎ aŀƧŜǎǘȅΩǎ /ǳǎǘƻƳǎ ς Cash Seizures 

¶ International Tax Authority ς International Cooperation on Tax Matters   
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¶ Supervised entities of the FSC and the FIA ς understanding of AML obligations 

 

6.6 It should be noted that with respect to the public sector entities reviewed, during the assessment focus 

was placed on those LEAs and CAs that are considered most critical to the AML framework. 

 

6.7 The data used in conducting these risk assessments covered not only sector specific data relative to 

regulation and supervision of the entities within each sector, but also other critical economic and crime 

data that were key to properly identifying the level of ML risk posed to the VI and follows data sets 

identified by international standards setters such as the OECD, IMF and FSB for conducting such 

assessments.   

 

6.8 The key sources of data for this exercise included: 

¶ Available macro-fiscal data 

¶ FSC prudential and statistical returns data including AML/CFT Returns  

¶ FSC and FIA supervisory and inspection data 

¶ FSC and FIA enforcement data 

¶ ODPP prosecutorial data 

¶ RVIPF crime statistics and intelligence data 

¶ HMC cash seizure data 

¶ Forfeiture and confiscation data 

¶ FIA suspicious activity reports statistics 

¶ Corporate Registry data on legal persons and legal arrangements 

¶ Mutual Legal Assistance and other International Cooperation data 

¶ Migrant detention data 

¶ Public Sector resource and training data 

¶ Feedback from FIs and DNFBPs 

¶ Feedback from Public Sector agencies 
 

6.9 The assessment relied on the analysis of both quantitative and qualitative data and was driven primarily 

by evidence collected from the supervisors and other CAs and LEAs, as well as from the private sector via 

surveys issued and data extrapolated from annual return filings submitted to the relevant supervisor.  

Conducting this risk assessment involved making judgments about identified threats, vulnerabilities, and 

consequences.  It focused on current ML threats and vulnerabilities identified at the national level and the 

impact these threats and vulnerabilities have on the overall ML risk level of the jurisdiction.  The level of 

ML risk was determined by identifying the inherent threats and vulnerabilities and offsetting the potential 

consequences resulting from the vulnerabilities by any mitigating controls in place.  The assessment also 

considered the specific vulnerabilities associated with each sector ƛƴ ǘƘŜ ŎƻƴǘŜȄǘ ƻŦ ǘƘŜ ƧǳǊƛǎŘƛŎǘƛƻƴΩǎ a[ 

risk.  The level of ML risk within each sector was determined by identifying the inherent vulnerabilities 

and offsetting the impact of those vulnerabilities by any mitigating controls in place.    

 

6.10 To execute this risk assessment, the methodology used to conduct the 2020 sectoral risk assessments was 

employed to ensure consistency in the capture and analysis of relevant data, and the consequential 

identification of the level of ML risk to which the jurisdiction is exposed.  However, the methodology was 
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amended to ensure it more clearly reflected the consideration given to the assessment of the ML threats, 

vulnerabilities, and risk at the national level. It should be noted that residual sector risk ratings are relative 

to the financial services and DNFBP sectors within the context of the Virgin Islands.  These ratings are not 

comparative to corresponding sectors or products in other jurisdictions and should not be looked at in 

that context.   
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7. Methodology 
 

7.1 ML risk is a function of ML threats, vulnerabilities and consequences, each of which need to be properly 

understood in order for the correct level of risk to be identified. Such understanding is key in the 

¢ŜǊǊƛǘƻǊȅΩǎ ƻƴƎƻƛƴƎ ŜŦŦƻǊǘ ƻŦ ŜŦŦŜŎǘƛǾŜƭȅ ƳƛǘƛƎŀǘƛƴƎ ƛǘǎ a[ Ǌƛǎƪ ŀƴŘ ƳŜŜǘƛƴƎ ƛǘǎ ƛƴǘŜǊƴŀǘƛƻƴŀƭ ƻōƭƛƎŀǘions.     

 

7.2 In considering the potential ML threats to the jurisdiction, consideration was given to the predicate 

offences for ML as identified by the FATF and the prevalence of those predicate offences within the 

Territory.  This called for the interrogation of statistical data received from the RVIPF, FIA, HMC and the 

ODPP, as well as a review of qualitative data collected through the issuance of a survey to the various CAs 

and LEAs to determine the vulnerabilities relative to the identified threats.  

 

National ML Risk Rating 

7.3 The national ML risk rating was calculated as the net risk value, determined by offsetting the identified 

threats and vulnerabilities that allow such threats to permeate, with any identified mitigating controls in 

place to minimise such vulnerabilities.  The ML threat of each identified domestic and foreign criminal 

activity was rated against the following four criteria: 

 

1) Sophistication ς the extent to which the threat actors have the knowledge, skills and expertise 

to launder criminal proceeds and avoid detection by authorities. 

2) Capability ς the extent to which threat actors have the resources and network to launder 

criminal proceeds (e.g., access to facilitators, links to organised crime etc.). 

3) Scope ς the extent to which threat actors are using financial institutions, DNFBPs and other 

sectors to launder criminal proceeds. 

4) Proceeds of crime ς the number of crimes and magnitude of the estimated dollar value of the 

proceeds of crime being generated from profit-oriented crime. Where data is limited or 

unavailable this criterion was rated high.  

 

7.4 A numerical rating between 1 and 4, with 1 signifying lowest risk and 4 signifying highest risk, was assigned 

to each of the four threat criteria.  The sum of these individual ratings determined the total threat rating, 

which could range between a minimum of four (4) and a maximum of sixteen (16).  This numerical rating 

determined the ¢ŜǊǊƛǘƻǊȅΩǎ ǘƘǊŜŀǘ classification as follows: 

Rating   Scale 
a) High   14 - 16 
b) Medium High  11 - 13 
c) Medium Low    8 - 10 
d) Low     4 -   7 

 

7.5 Similarly, the vulnerabilities were assessed based on the following five criteria: 

 

1) Structural elements: the extent to which elements such as the rule of law, national AML 
strategies and activities, and frameworks for relationships with regional partners exist.  



29 
 

 
2) Materiality: size of proceeds generated from ML and other related offences; complexity of 

avenues for laundering proceeds of crime; the extent to which ML and other proceeds of 
crime offences involve domestic and cross-border activities.  
 

3) Sector or product-specific ML vulnerabilities:  extent to which products or services have been 
misused in known domestic or through international typologies; the level of ML awareness 
and compliance within sectors, and the relative complexity and reach of money movement 
through sub-sectors or firms that may be at higher risk for ML.   
 

4) Technical Compliance with FATF Standards relevant to ML: extent to which the legal 
framework provides for the ML offence, preventive measures, cross-border controls, LEA 
powers and expertise, and AML information exchange in accordance with FATF standards.  
 

5) Effectiveness of AML regime and other weaknesses: extent to which authorities have the 
capacity to identify and prevent ML; effectiveness of ML-related suspicious transaction 
reporting, monitoring and analysis; quality of intelligence; effectiveness of international AML 
cooperation; adequacy of human resources; and timely access to beneficial ownership 
information.  

 

7.6 These vulnerabilities have been identified taking into consideration the threat environment and the 

potential consequences of such vulnerabilities going undetected and unmitigated. 

 

7.7 A similar numerical rating between 1 and 4, with 1 signifying lowest risk and 4 signifying highest risk, was 

assigned to each of the five criteria based on the ¢ŜǊǊƛǘƻǊȅΩǎ inherent vulnerability to the particular criteria.  

The sum of these individual ratings determined the total vulnerability rating, which could range between 

a minimum of six (5) and a maximum of twenty (20).  This numerical rating determined the ¢ŜǊǊƛǘƻǊȅΩǎ 

vulnerability classification as follows: 

Rating   Scale 
a) High   17 - 20 
b) Medium High  13 - 16 
c) Medium Low    9 - 12 
d) Low     5 -   8 

 
7.8 The level of each of the following controls in place to mitigate against the identified vulnerabilities was 

then used to off-set these vulnerabilities:   

1) Knowledge of AML/CFT obligations 

2) Risk mitigation policies and procedures in place 

3) Inter-agency training, coordination and information sharing 

4) Level of maintenance of CDD and BO information 

 

7.9 Similar to the vulnerability criteria, each of the four (4) mitigating criteria was assigned a rating between 

0 and 2, with 0 indicating a low level of mitigation control measures and 2 indicating a high level of 

mitigation control measures.  The sum of these individual ratings determined the total controls rating, 
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which could range between a minimum of zero (0) and a maximum of eight (8).  This numerical rating 

determined the TerritoryΩǎ ƳƛǘƛƎŀǘƛƴƎ ŎƭŀǎǎƛŦƛŎŀǘƛƻƴ ŀǎ ŦƻƭƭƻǿǎΥ 

Rating   Scale 
a) High   7 - 8 
b) Medium High  5 - 6 
c) Medium Low  3 - 4 
d) Low   0 - 2 

 
7.10 The total controls rating was then subtracted from the total vulnerability rating to determine the residual 

vulnerability rating.  This rating was then added to the threat rating to determine the overall risk rating.  

The following point value scales were then applied:  

 Scale Rating  
a) 28 ς 36 High  
b) 19 ς 27 Medium High  
c) 10 -18 Medium Low  
d)  0 ς 9 Low  

 
7.11 The resulting risk rating of either low, medium low, medium high or high as outlined in Chart 7.1 below, 

was based on the average net score received as detailed in Table 7.1.  

Identified Domestic Threat Risk Score Risk Rating 

Drug Trafficking 22 MH 

Migrant Smuggling 18 ML 

Murder 16 ML 

Corruption 21 MH 

Identified Foreign Threat Risk Score Risk Rating 

Fraud 23 MH 

Corruption 22 MH 

Tax Evasion 22 MH 

Table 7.1: National Threats Risk Rating 
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Chart 7.1: National Threats Risk Rating 

 

Sectoral ML Risk Ratings 

7.12 At the sectoral level each sector was assessed based on the following identified areas of vulnerability and 

the potential consequences of such vulnerabilities going undetected and unmitigated.   

1) Inherent Characteristics: ǘƘŜ ŜȄǘŜƴǘ ƻŦ ǘƘŜ ǎŜŎǘƻǊΩǎ ŜŎƻƴƻƳƛŎ ǎƛƎƴƛŦƛŎŀƴŎŜΣ ŎƻƳǇƭŜȄƛǘȅ ƻŦ 
operating structure, and scope and accessibility of operations.  

2)  Nature of Products and Services: the nature and extent of the vulnerable products and services 
and the volume, velocity and frequency of client transactions associated with these products and 
services.  

3)  Nature of clientele Υ ǘƘŜ ƛƴƘŜǊŜƴǘ ǾǳƭƴŜǊŀōƛƭƛǘƛŜǎ ŀǎǎƻŎƛŀǘŜŘ ǿƛǘƘ ǘƘŜ ǎŜŎǘƻǊΩǎ ŎƭƛŜƴǘŜƭŜ ǇǊƻŦƛƭŜΤ 
nature of business relationshiǇ όǿƛǘƘ ŎƭƛŜƴǘǎύΤ ŎǳǎǘƻƳŜǊ ǎǘŀǘǳǎΤ ŎƭƛŜƴǘΩǎ ƻŎŎǳǇŀǘƛƻƴκōǳǎƛƴŜǎǎŜǎΤ 
facility to identify the beneficial owner for most of the customers (i.e. complex business structure 
vs. individual). 

4)  Geographic Reach: the exposure to high-risk jurisdictions as identified by the FATF.  

5)  Nature of the Delivery Channels: the extent to which the delivery of products and services can 
be conducted with anonymity (face-to-face, non-face-to-face, use of third parties) and complexity 
(e.g., multiple intermediaries with few immediate controls or no accountability in identifying the 
originator of the transaction)]. 

6)  Susceptibility to abuse: the extent to which the sector has been identified in: reported suspicious 

activities; criminal proceedings (locally and internationally). 

7.13 A numerical rating between 1 and 4, with 1 signifying lowest risk and 4 signifying highest risk, was assigned 

to each of the six criteria based on the inherent vulnerability of each sector to the particular criteria.  The 

sum of these individual ratings determined the total vulnerability rating, which could range between a 

minimum of six (6) and a maximum of twenty-ŦƻǳǊ όнпύΦ  ¢Ƙƛǎ ƴǳƳŜǊƛŎŀƭ ǊŀǘƛƴƎ ŘŜǘŜǊƳƛƴŜŘ ǘƘŜ ǎŜŎǘƻǊΩǎ 

vulnerability classification as follows: 
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Rating   Scale 
a) High   21 - 24 
b) Medium High  16 - 20 
c) Medium Low  11 - 15 
d) Low     6 - 10 

 
7.14 The level of each of the following controls in place within each sector to mitigate against the identified 

vulnerabilities was used to off-set these vulnerabilities:   

1) Knowledge of AML/CFT 

2) Prior risk assessment rating (used to determine the impact of any outreach and supervision since 

the last assessment) 

3) Risk mitigation policies and procedures in place 

4) Level of maintenance of CDD and BO information 

5) Actions taken by supervisor 

 

7.15 Similar to the vulnerability criteria, each of the five (5) mitigating criteria was assigned a rating between 

0 and 2, with 0 indicating a low level of mitigation control measures and 2 indicating a high level of 

mitigation control measures.  The sum of these individual ratings determined the total controls rating, 

which could range between a minimum of zero (0) and a maximum of ten (10).  This numerical rating 

ŘŜǘŜǊƳƛƴŜŘ ǘƘŜ ǎŜŎǘƻǊΩǎ ƳƛǘƛƎŀǘƛƴƎ ŎƭŀǎǎƛŦƛŎŀǘƛƻƴ ŀǎ ŦƻƭƭƻǿǎΥ  

Rating   Scale 
a) High   9 - 10 
b) Medium High  6 - 8 
c) Medium Low  3 - 5 
d) Low   0 - 2 

 
7.16 The total controls rating was then subtracted from the total vulnerability rating to determine the overall 

risk rating of the sector.  The following point value scales were then be applied to determine the overall 

risk rating for the sector:  

 Scale Rating  
a) 17 -24 High  
b) 10 -16 Medium High  
c) 3 ς 9 Medium Low  
d) -4 - 2 Low  

 
7.17 The resulting risk rating for each sector of either low, medium low, medium high or high as outlined in 

Charts 7.2 and 7.3 below, was based on the average net score received after applying the mitigating 

controls to offset the identified vulnerabilities within each sector as detailed in Tables 6.2 and 6.3.  
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FI Sector Vulnerability Mitigating Controls Net Score Risk Rating 

Banking 13 10 3 ML 

Financing 7 8 -1 L 

Money Services 12 8 4 ML 

Insurance 9 8 1 L 

TCSPs 22 5 17 H 

Investment Business 16 6 10 MH 

Insolvency 9 10 -1 L 

VASPs 23 1 22 H 
Table 7.2: FI Sector Risk Scoring and Ratings 

DNFBP Sector Vulnerability Mitigating Controls Net Score Risk Rating 

Legal Professionals 16 6 10 MH 

Accountants 11 7 7 ML 

Real Estate Agents 13 5 8 ML 

Jewellers and DPMS 13 6 7 ML 

Vehicle Dealers 11 7 4 ML 

Yacht Brokers 9 4 5 ML 
Table 7.3: DNFBP Sector Risk Scoring and Ratings 

 
Chart 7.2: Financial Institutions Sector Risk Ratings 
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Chart 7.3: DNFBP Sector Risk Ratings 
 

Legal Persons, Legal Arrangements and Emerging Products ML Risk Ratings 

7.18 The matrix was also applied to each type of legal person and legal arrangement that can be created, as 

well as to the group of emerging products and technologies identified within the report.  The criteria, 

however, was adjusted to more accurately reflect the vulnerabilities to which these products may be 

exposed as follows:   

1) Nature and Complexity: the extent to which the product is required to be registered or 
incorporated, extent to which the product is utilised including for complex transactions, the 
nature of ownership of the product.  

2)  Purpose of Products: the volume, velocity and frequency of client transactions associated with 
these products and services, the type of businesses that these products are used to facilitate.  

3)  Nature of ClienteleΥ the inherent vulnerabilities associated with the productsΩ ŎƭƛŜƴǘŜƭŜ ǇǊƻŦƛƭŜΤ 
extent to which these products are utilised by domestic or international customers 

4)  Geographic Reach: the exposure to high-risk jurisdictions as identified by the FATF.  

5)  Nature of the Delivery Channels: the extent to which the delivery of products and services can 
be conducted with anonymity (face-to-face, non-face-to-face, use of third parties) and complexity 
(e.g., multiple intermediaries with few immediate controls or no accountability in identifying the 
originator of the transaction)]. 

6)  Susceptibility to abuse: the extent to which the product has been identified in: reported 

suspicious activities; criminal proceedings (locally and internationally). 

7.19 A numerical rating between 1 and 4, with 1 signifying lowest risk and 4 signifying highest risk, was assigned 

to each of the six criteria based on the inherent vulnerability of each product to the particular criteria.  

The sum of these individual ratings determined the total vulnerability rating, which could range between 
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a minimum of six (6) and a maximum of twenty-four (24).  This numerical rating determined the productΩǎ 

vulnerability classification as follows: 

Rating   Scale 
a) High   21 - 24 
b) Medium High  16 - 20 
c) Medium Low  11 - 15 
d) Low     6 - 10 

 
7.20 The level of each of the following controls in place for each product to mitigate against the identified 

vulnerabilities was used to off-set these vulnerabilities:   

 

1) Supervisory risk mitigation procedures in place 

2) Prior risk assessment rating 

3) Role of TCSP 

4) Maintenance of BO Information 

5) Access to information for IC requests  

 

7.21 Similar to the vulnerability criteria, each of the five (5) mitigating criteria was assigned a rating between 

0 and 2, with 0 indicating a low level of mitigation control measures and 2 indicating a high level of 

mitigation control measures.  The sum of these individual ratings determined the total controls rating, 

which could range between a minimum of zero (0) and a maximum of ten (10).  This numerical rating 

determined the productΩǎ ƳƛǘƛƎŀǘƛƴƎ ŎƭŀǎǎƛŦƛŎŀǘƛƻƴ ŀǎ ŦƻƭƭƻǿǎΥ  

Rating   Scale 
a) High   9 - 10 
b) Medium High  6 - 8 
c) Medium Low  3 - 5 
d) Low   0 - 2 

 
7.22 The total controls rating was then subtracted from the total vulnerability rating to determine the overall 

risk rating of each product.  The following point value scales were then be applied to determine the overall 

risk rating for each product:  

 Scale Rating  
a) 17 -24 High  
b) 10 -16 Medium High  
c) 3 ς 9 Medium Low  
d) -4 - 2 Low  
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7.23 As with the sector ratings, the resulting risk rating for each was based on the net score received after 

applying any mitigating controls identified to offset the vulnerabilities inherent in each product or service.  

The results are displayed in Table 7.4 and Chart 7.4 below5. 

Product/Service Vulnerability Mitigating Controls Net Score Risk Rating 

Business Companies  23 2 21 H 

Limited Partnerships  13 2 11 MH 

Micro Business Companies 9 4 5 L 

 Trusts 17 3 14 MH 

 VISTAs 11 3 8 ML 

Emerging Products  21 0 21 H 
Table 7.4: Risk Scoring and Ratings for Legal Persons, Legal Arrangements and Emerging Products 

 

 
Chart 7.4: Risk Ratings for Legal Persons, Legal Arrangements and Emerging Products 

  

 
5 Discrepancies in final scores are a result of rounding out average vulnerability and mitigating control scores  
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8. Money Laundering Overview 
 

8.1 ! ƧǳǊƛǎŘƛŎǘƛƻƴΩǎ a[ Ǌƛǎƪ ƛǎ ŎƻƴǎƛŘŜǊŜŘ ǘƻ ōŜ a function of its ML threats and vulnerabilities.  ML threats can 

come directly from people (natural and legal), and criminals generally, or they can be indirect where 

systems require improvement to detect, mitigate, combat and curtail harmful activity. 

 

8.2 The concept of vulnerabilities is closely linked to that of a threat and comprises those things that can be 

exploited by the threat, or that may support or facilitate threat activities. Vulnerabilities are effectively 

those factors that represent weaknesseǎ ƛƴ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ !a[κ/C¢ ǎȅǎǘŜƳ ŀƴŘ ŎƻǾŜǊǎ ǘƘŜ ōǊƻŀŘŜǎǘ ŀǊŜŀǎ 

of the economy.   

Money Laundering Threats 
 

8.3 The crime rate in the Virgin Islands is relatively low, as outlined in Chart 8.1 below which provides a 

depiction of the number of criminal offences recorded in the Territory between 2020 and 2022.  However, 

data provided indicates an upward trend in all categories of crimes, with the exception of crimes against 

property as outlined in Chart 8.2.   

 

Chart 8.1: Number of Major Criminal Offences Recorded: 2020-2022 
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Chart 8.2: Major Criminal Offences by Category of Crime: 2020-2022 

 

8.4 As noted in Chart 8.2 above, the majority of reported offences documented by the RVIPF between 2020 

and 2022 fell into the following five categories: 

¶ Major Crimes Against the Person  

¶ Other Crimes Against the Person 

¶ Major Crimes Against Property  

¶ Narcotic Offences  

¶ Weapons Offences 

Major/Other Crimes Against the Person  

8.5 Major crimes against the person include murder, attempted murder, manslaughter, and assault including 

wounding or inflicting grievous bodily harm.  In addition, while not classified as a major crime against the 

person, common assault has also been included in this category for the purposes of this assessment as 

this offence accounts for the majority of crimes recorded against persons as outlined in Table 8.1 below.  

Other more serious crimes of murder and attempted murder are not common, however, there has been 

an increase in the number of murders that occurred between 2020 and 2022. 

Major Crimes Against the Person 2020 2021 2022 

Murder 3 7 7 

Attempted Murder 3 1 4 

Manslaughter 0 1 1 

Serious Assault (occasioning actual or grievous bodily harm) 97 95 78 

Sub-Total 103 104 90 

Other Crimes Against the Person    

Common Assault 195 221 327 

Total 298 325 417 
Table 8.1: Major/Other Crimes Against the Person: 2020-2022 

0

100

200

300

400

500

600

Major Crimes
Against the Person

Other Crimes
Against the Person

Major Crimes
Against Property

Narcotics Offences Weapons
Possession
Offences

Other Offences

Major Offences by Type of Crime

2020 2021 2022



39 
 

Major Crimes Against Property  

8.6 Major Crimes against Property include theft, robbery, burglary, aggravated burglary and damage to 

property.  Crimes recorded in this category related primarily to burglary, theft and criminal damage as 

similarly reported in the 2020 ML Risk Assessment, most of which have been identified as crimes of 

opportunity (See Table 8.2 below).  These are generally of low financial value and very rarely involve 

violence against persons. 

Major Crimes Against Property 2020 2021 2022 

Robbery 26 16 11 

Burglary 139 201 121 

Theft 208 203 214 

Property Damage 94 131 128 

Total 467 551 474 
Table 8.2: Major Crimes Against Property: 2020-2022 

Narcotics Offences  

8.7 Narcotics Offences include unlawful cultivation, importation and possession of cannabis and cocaine 

(including crack cocaine), and possession with intent to supply cannabis and cocaine and most recently 

ecstasy.  Crimes recorded in this category related primarily to unlawful possession, and unlawful 

possession with intent to supply of a controlled drug, which in most cases was cannabis (see Tables 8.3a 

and 8.3b below).   

Narcotic Offences 2020 2021 2022 

Unlawful cultivation of cannabis 1 2 3 

Unlawful importation of cannabis 0 1 3 

Unlawful possession of cannabis 54 38 49 

Unlawful possession of cannabis with intent to supply 14 7 15 

Unlawful importation of cocaine 0 1 0 

Unlawful possession of cocaine 1 1 3 

Unlawful possession of cocaine with intent to supply 6 2 5 

Unlawful possession of crack cocaine 0 0 0 

Unlawful possession of crack cocaine with intent to supply 1 1 0 

Unlawful possession of ecstasy with intent to supply 0 0 1 

Total 77 53 79 
Table 8.3a: Number of Narcotic Offences Reported: 2020-2022 
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Narcotic Offences (Persons Charged) 2020 2021 2022 

Unlawful cultivation of cannabis 2 5 2 

Unlawful importation of cannabis 0 1 0 

Unlawful possession of cannabis 56 32 28 

Unlawful possession of cannabis with intent to supply 22 8 13 

Unlawful importation of cocaine 0 1 0 

Unlawful possession of cocaine 0 1 2 

Unlawful possession of cocaine with intent to supply 11 5 6 

Unlawful possession of crack cocaine 0 0 0 

Unlawful possession of crack cocaine with intent to supply 1 1 0 

Unlawful possession of ecstasy with intent to supply 0 0 2 

Total 92 54 53 
Table 8.3b: Number of Persons Charged with Narcotic Offences: 2020-2022 

Weapons Offences  

8.8 Possession of a firearm or ammunition in the VI is illegal unless legal authorisation has been granted by 

the RVIPF to own and carry a weapon.  Most weapons offences recorded, therefore, related to possession 

of a firearm, possession of a firearm and ammunition, possession of ammunition, being armed with a 

weapon, possession of a prohibited weapon and discharge of a firearm as outlined in Table 8.4 below.   

Weapons Offences 2020 2021 2022 

Armed with a Weapon 6 10 21 

Possession of Firearm 3 1 8 

Discharging a Firearm 0 0 2 

Possession of Ammunition 0 2 6 

Possession of Firearm and Ammunition 11 6 8 

Possession of Prohibited Weapon 0 1 0 

Possession of a Taser 1 0 0 

Total 21 20 45 
Table 8.4: Firearm Offences: 2020 ς 2022 

8.9 The main source of firearms within the Territory is through illegal importation connected to the 

movement of drugs and other illegal commodities.  Between 2020 and 2022, 42 illegal firearms have been 

recovered by law enforcement.   

Other Offences  

8.10 In addition to the four major categories of offences, other offences such as fraud (including online fraud), 

smuggling and breach of trust were also recorded during the reporting period.  Statistics also indicate an 

increase in these offences as outlined in Table 8.5 below.   
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Other Offences 2020 2021 2022 

Corruption/Bribery 0 0 0 

Breach of Trust 1 3 3 

Fraud/Forgery Offences 3 5 14 

Counterfeiting (currency) 0 0 3 

Human Trafficking 0 0 0 

People Smuggling 1 1 2 

Organised Crime 0 0 0 

Terrorism 0 0 0 

Total 5 9 22 
Table 8.5: Other Offences: 2020 ς 2022 

Proceeds of Domestic Criminality 

 

Drug Trafficking 

8.11 Given its proximity to St. Maarten, the USVI and Puerto Rico, the VI has long been identified as a 

transhipment point for South American narcotics destined for the US.  It is, therefore, not surprising that 

the major ML threats emanating from domestic criminality relate primarily to drug trafficking and its 

associated crimes such as cash smuggling and failing to declare.  Between 2020 and 2022, cocaine and 

cannabis valued at approximately $401,314,826.00 was seized by local authorities. Whilst the RVIPF has 

achieved recent success in frustrating the importation of drugs and recovering large quantities of narcotics 

as reflected in the marked increase in the quantity and value of drugs that have been seized (see Table 

8.6 below), there is less known about the criminal proceeds emanating from such supply.   

  

Type of 

Narcotic 

Quantity of Drugs Seized  

 2019 2020 2021 2022 

Cannabis 16.8 kg 8.3 kg 34.3 kg 51.716 kg 

Cocaine 469.7 kg 2511.8 kg 1514.8 kg 1100.8 kg 

Crack Cocaine 0.0 g 68.0 g 60.0 g 0.0 g 

Ecstasy - - - 1.6 kg 

Table 8.6: Quantity of Drugs Seized: 2020 ς 2021 

8.12 However, the illegal movement of cash associated with drug trafficking has also been an ongoing issue for 

law enforcement agencies within the Territory.  !ƭǘƘƻǳƎƘ ǘƘŜ ŎƭƻǎǳǊŜ ƻŦ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ ōƻǊŘŜǊǎ ƛƴ нлнл 

due to the COVID-19 pandemic saw less traffic coming through the legal ports of entry between 2020 and 

2021, smuggling continued to occur resulting in the value of seized cash linked to proceeds of crime being 

comparable to pre-pandemic seizure values.  For the period 2020 to 2022, $3,321,607.50 cash was seized 
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by local law enforcement authorities, of which $500,998.50 was because of failures to declare at a port of 

entry, while $2,820,609.00 resulted from cash smuggling activities.   

 

Migrant Smuggling 

8.13 Migrant smuggling through the VI of persons attempting to reach US territorial waters has been identified 

as an issue for the Territory.   Human trafficking has also been identified, but to a much lesser extent and 

is generally connected to the commercial sex trade.    

 

8.14 The captains of intercepted vessels are usually residents of other countries transporting persons for cash 

through Territorial waters on their way to the USVI.  The majority of migrants in such instances appear to 

be Haitian, Cuban, Venezuelan and Dominican Republic nationals. These nationals are from countries that 

at some point would have qualified for Temporary Protected Status (TPS) in the US once landed.  Based 

on the trends and information received from USVI authorities many of these nationals present themselves 

seeking to be admitted to the TPS program.  Others are simply seeking a way to the mainland US.   

 

8.15 Further, there is evidence to indicate that illegal migrants are being brought into the Territory on behalf 

of persons who engage in activities connected to the commercial sex trade, such as exotic dancing and 

prostitution.  Data indicates that in such instances migrants tend to originate from Cuba, Venezuela, and 

the Dominican Republic.  It can be concluded that the likelihood of the profits made from these services 

finding their way into the domestic banking system is high.   

 

8.16 Between 2020 and 2022, 171 migrants were detained attempting to either enter the Territory illegally in 

transit to the US or found in territorial waters enroute to the USVI.  Table 8.7 provides a breakdown of 

the countries of origin of the detained migrants.  Of the 171 migrants detained, 144 were successfully 

repatriated to their home countries.  

 2020 2021 2022 Total 

Bahamas 1 0 0 1 

Brazil 0 6 0 6 

Colombia 0 0 2 2 

Cuba 0 2 9 11 

Dominican Republic 8 0 2 10 

France 0 0 1 1 

Grenada 1 0 0 1 

Guadeloupe 2 0 0 2 

Guyana 0 2 3 5 

Haiti 0 28 50 78 
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Peru 0 1 0 1 

Romania 0 0 24 24 

St. Kitts 0 0 1 1 

St. Lucia 1 0 0 1 

St. Vincent 1 0 0 1 

Trinidad 2 0 0 2 

Uganda 1 0 0 1 

USA 2 0 0 2 

Venezuela 12 7 2 21 

Total 31 46 94 171 

Table 8.7: Countries of Origin of Migrants Detained Between 2020 and 2022 

8.17 With regard to the spike in Romanian nationals in 2022, it was found, based on information received in all 

instances, that they were also attempting to reach the USVI in efforts to move on to the mainland US, 

using the VI as the link to the USVI. 

 

Murder 

8.18 The murder rate in the Virgin Islands is relatively low in comparison to most other Caribbean jurisdictions.  

The observable trend in such crime points to factions of organised crime operating within the Territory 

carrying out gang related killings that may be connected with drug trafficking.  Of the 17 murders, 7 remain 

unsolved.   

 

Corruption 

8.19 The 2016 NRA identified corruption within LEAs as a risk that could lead to illegal activities being 

overlooked or investigations frustrated or circumvented.  In the 2020 Risk Assessment, however, data 

provided did not indicate any SARs being filed in relation to domestic corruption, nor was any data 

presented to indicate that any investigations had been launched into this particular offence.  However, 

the issue remained and has since become more elevated.   

 

8.20 Since the 2020 Risk assessment, a number of high-profile events have brought the issue of corruption to 

the fore.  Extra-territorial corruption cases involving high-level domestic government officials linked to 

drug trafficking and ML have initiated a number of domestic criminal investigations.  These investigations 

have resulted so far in one person being charged with breach of trust.   

 

8.21 Other unrelated investigations stemming from the findings of the 2021 Commission of Inquiry established 

ǳƴŘŜǊ ǘƘŜ ±ƛǊƎƛƴ LǎƭŀƴŘǎΩ /ƻƳƳƛǎǎƛƻƴ ƻŦ LƴǉǳƛǊȅ !ŎǘΣ /ŀǇΦ моф have also resulted in charges of breach of 

trust being laid against two other public officials.  These do not appear to be connected to any form of 

drug related activities; however, investigations are currently ongoing so the extent to which funds may be 



44 
 

identified in connection with any illicit activity is currently unknown.  The GoVI has established an 

Implementation Unit to monitor and ensure the recommendations within the Commission of Inquiry 

report are properly and timely addressed. 

 

8.22 Further, within the reporting period there was one other case where public officers were charged with 

breach of trust related to organised crime.  In addition, cases have been brought against former and active 

police officers and other public officers in connection with various illegal activities including drug 

trafficking.  Most of these cases are ongoing; however, the existence of the cases themselves points to 

corruption being an ML threat to the jurisdiction.   

 

8.23 It should also be noted that, as part of 2018 UNODC Country Review Report of the United Kingdom of 

Great Britain and Northern Ireland on its implementation of articles 5-14 and 51-59 of the UN Convention 

against Corruption, the VI was also assessed.  This report, which was issued in 2019, highlighted a number 

of ŘŜŦƛŎƛŜƴŎƛŜǎ ƛƴ ǘƘŜ ±LΩǎ ƛƳǇƭŜƳŜƴǘŀǘƛƻƴ ƻŦ ǘƘŜ ŀǊǘƛŎƭŜǎ ǳƴŘŜǊ ǊŜǾƛŜǿ ŀƴŘ ƳŀŘŜ ǾŀǊƛƻǳǎ 

ǊŜŎƻƳƳŜƴŘŀǘƛƻƴǎ ǘƻ ǎǘǊŜƴƎǘƘŜƴ ǘƘŜ ±LΩǎ ŦǊŀƳŜǿƻǊƪ ŀƎŀƛƴǎǘ ŎƻǊǊǳǇǘƛƻƴΣ ǿƘƛŎƘ ǘƘŜ DƻǾŜǊƴƳŜƴǘ ƻŦ ǘƘŜ ±L 

has been working to address.  Some of the steps taken to date include the passage of:  

 

¶ the Contractor General Act, 2021, which establishes the office of the Contractor General for the 

monitoring and implementation of government contracts, including investigating fraud, 

mismanagement, waste, or abuse identified in connection with the awarding and implementation 

of government contracts; 

¶ the Whistleblower Act, 2021, which provides for the manner in which individuals may, in the 

public interest, disclose information that relates to unlawful or other illegal conduct or corrupt 

practices of others; and provides for the protection against victimisation of persons who make 

these disclosures; and  

¶ the Public Procurement Act 2021, which makes provision for the regulation of public procurement 

to ensure, inter alia, fair, equal and equitable treatment of all tenderers of government projects. 

 

8.24 Implementation of the frameworks to operationalise the Contract General and Whistleblower Acts is yet 

to occur as these legislation have not yet been brought into force.  The absence of these frameworks 

ŎƻƳǇƻǳƴŘǎ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ struggle to effectively address the issue of corruption.  The Public Procurement 

Act has, however, been largely operationalised as some components of the framework were already in 

place prior to the passage of the Act.  Other components of the administrative framework are being 

finalised with a view to ensuring transparency and fairness in the public procurement process.  

 

8.25 Other policies currently in place include a Ministerial Code of Conduct which was implemented in 2021 

and provides guidance to Ministers of Government on how to conduct themselves in their overarching 

duty to comply with the law, uphold the administration of justice and protect the integrity of public life.  

No complaints against any Minister for breaching the Ministerial Code have been recorded.  Further, the 

Official Cabinet Handbook, published in 2009 requires Members of Cabinet to declare their or members 

of ǘƘŜƛǊ ŦŀƳƛƭȅΩǎ ƛƴǘŜǊŜǎǘ ƛƴ ŀƴȅ ƳŀǘǘŜǊ ǘƘŀǘ ŎƻƳŜǎ ōŜŦƻǊŜ ǘƘŜ /ŀōƛƴŜǘ ŦƻǊ ŎƻƴǎƛŘŜǊŀǘƛƻƴΦ  Lǘ ƛǎ ǘƘŜƴ ƭŜŦǘ ǘƻ 

Cabinet to collectively decide whether the member should be excused from the discussion. 
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Proceeds of Foreign Criminality 

8.26 Being an International Financial Centre, the VI is vulnerable to ML through the activities carried out by 

legal persons and legal arrangements established and/or registered in or from within the Territory.  Due 

ǘƻ ǘƘŜ ƴŀǘǳǊŜ ƻŦ ǘƘŜ ±LΩǎ ƛƴǘŜǊƴŀǘƛƻƴŀƭ ŦƛƴŀƴŎƛŀƭ ǎŜǊǾƛŎŜǎ ǎŜŎǘƻǊ ǘƘŜ Ƴŀƛn ML threats stem from proceeds-

generating predicate crimes committed abroad as the most significant amount of proceeds is likely to be 

generated in foreign jurisdictions. Therefore, exposure to transactions involving BVI companies 

presumably poses a higher ML/TF threat than domestically generated proceeds of crime. To fully 

ǳƴŘŜǊǎǘŀƴŘ ǘƘŜ ŜȄǘŜƴǘ ƻŦ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ ǾǳƭƴŜǊŀōƛƭƛǘȅ ƛƴ ǘƘƛǎ ŀǊŜŀΣ ǘƘŜ ƭŜǾŜƭ ƻŦ ǇǊƻŎŜŜŘǎ ƻŦ ŦƻǊŜƛƎƴ 

criminality is measured through the analysis of international cooperation mechanisms utilised by the 

various LEAs and CAs, particularly in regard to requests emanating from agreements such as MLATs.  

Offences committed, as identified through these MLA requests, usually relate to fraud, corruption and tax 

evasion as well as ML committed in other jurisdictions.   

 

Fraud 

8.27 Fraud committed overseas by or through a BVI legal person or legal arrangement, or by the BO of such 

entities provides a risk to the Territory from a reputational perspective as well as in relation to the offence 

itself.  Given the volume of BVI registered legal entities the exposure to such transactions poses an 

elevated level of threat of ML to the VI.  Fraud offences committed overseas are dealt with in the 

jurisdiction in which they take place.  However, assistance is provided by the VI by way of MLA if 

requested.   

 

Corruption 

8.28 Similar to fraud, corruption committed overseas, which may be facilitated through a BVI legal person or 

legal arrangement, or by the BO of such entities provides a reputational risk to the Territory.  More 

directly, the VI has recognised the risk of BVI legal persons, legal arrangements, FIs and other gatekeepers 

facilitating the laundering of such proceeds of crime.  The value of proceeds generated by foreign 

corruption, however, is unknown as such cases are dealt with in the jurisdiction in which they take place 

with assistance provided by the VI by way of MLA if requested.  There have been no domestic 

investigations or prosecutions of a BVI registered entity relative to any offences committed in a foreign 

jurisdiction. 

 

Tax Evasion 

8.29 Exposure in relation to proceeds ŘŜǊƛǾŜŘ ŦǊƻƳ ǘŀȄ ŜǾŀǎƛƻƴ ƛǎ ǊŜŘǳŎŜŘ ǇǊƛƳŀǊƛƭȅ ǘƘǊƻǳƎƘ ǘƘŜ ±LΩǎ 

ǇŀǊǘƛŎƛǇŀǘƛƻƴ ƛƴ ǘƘŜ h9/5Ωǎ Dƭƻōŀƭ CƻǊǳƳ ƻƴ ¢ǊŀƴǎǇŀǊŜƴŎȅ ŀƴŘ 9ȄŎƘŀƴƎŜ ƻŦ LƴŦƻǊƳŀǘƛƻƴ ŦƻǊ ¢ŀȄ tǳǊǇƻǎŜǎ 

and the Inclusive Framework on Base Erosion and Profit Shifting (BEPS).  Following the commitment of 

the Virgin Islands to the fight against tax evasion the Multilateral Convention on Mutual Administrative 

Assistance in Tax Matters was extended to it in 2014.  The agreement immediately established a tax 

information exchange relationship with over 117 countries.  In addition, the VI currently has 28 TIEAs in 

place. These agreements enable the exchange of information in respect of both criminal and civil tax 

matters.  
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Seizures, Forfeitures and Confiscations 

8.30 !ƴ ƛƳǇƻǊǘŀƴǘ ǇŀǊǘ ƻŦ ŀƴȅ ƧǳǊƛǎŘƛŎǘƛƻƴΩǎ !ML/CFT regime is its ability to seize, freeze, forfeit and/or 

confiscate the proceeds of criminal activity to ensure criminals are deprived of their ill-gotten gains.  In 

the VI, funds found during the commission of a crime are seized as a matter of policy.  Seizure provisions 

exist within the Police Act (PA), the Drugs (Prevention of Misuse) Act (DPMA), the Drug Trafficking 

Offences Act (DTOA), the Proceeds of Criminal Conduct Act (PCCA), and the Customs Management and 

Duties Act (CMDA).  Seizure provisions also exist in the Criminal Justice (International Cooperation) Act 

(CJICA) in relation to criminal proceedings instituted against a person outside of the Virgin Islands which 

allows a police officer to enter and search premises and seize any evidence found therein.  Such searches 

must be conducted upon application and granting of a warrant. 

 

8.31 Forfeiture of tangible assets is permissible in relation to drug trafficking offences under the DPMA if the 

asset is used as chattel in the transportation of the drugs.   With regard to other proceeds of criminal 

conduct offences forfeiture of both cash and other tangible assets can be sought under the PCCA.  

Forfeiture under the DMPA or the PCCA is not dependent on gaining a conviction.   

 

8.32 The CMDA also permits forfeiture which is achieved through the detention and seizure of goods, including 

vessels used in connection with the commission of criminal conduct.  It also allows for the condemnation 

of contraband.  Forfeiture, however, is generally pursued in relation to failures to declare incoming or 

outgoing cash at the border.  Additionally, under the CJICA, overseas forfeiture orders are also enforced 

in relation to offences committed outside the Territory that correspond to, or are similar to, offences 

under the DPMA and the DTOA where assets held within the Territory were used in connection to the 

commission of such an offence.  These orders are usually facilitated through a court order.  

 

8.33 As outlined in Table 8.8 below, between 2020 and 2022 over $3.1 million in cash was seized.  During that 

same period over $3.3 million was successfully forfeited.  The value of these forfeitures accounts for cases 

completed during the period, which includes cases that may have commenced prior to the reporting 

period.   

Year 

Total Instances of 

Forfeiture Amount Seized & Detained ($) Value of Forfeited Assets 

2020 12 1,568,531.00 1,089,370.00 

2021 7 927,975.47 635,000.00 

2022 12 652,886.00 1,672,581.00 

Total 31 3,149,392.47 3,396,951.00 

Table 8.8: Value of Cash Seized and Detained and Assets Forfeited 

 

8.34 Nine (9) of these seizures came from inbound and outbound failures to make declarations to HMC at a 

port of entry.  The majority of cases, however, were in connection to proceeds of drug trafficking related 

offences such as cash smuggling, which aligns with the domestic ML threats identified above.  While the 
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value of cash forfeited represents 75% of total cash seized, the value of these seizures represents less 

than 1% of the value of narcotics seized by authorities within the reporting period.  The value of these 

narcotics demonstrates the possible magnitude of both drugs and cash proceeds that potentially pass 

through the VI undetected and poses a significant risk to the Territory.   

 

8.35 Confiscations are conviction based and can be sought in relation to convictions achieved under the 

Criminal Code, the DTOA or the PCCA, which result from prosecutions stemming from criminal 

investigations.  In seeking a confiscation order, the burden of proof is based on a balance of probabilities 

which is less stringent than the usual requirement of proof beyond a reasonable doubt for other criminal 

matters.    There were no confiscation cases recorded during the reporting period, which raises the issue 

of thoroughness and the level of understanding in conducting ML investigations by the RVIPF as well as 

the level of understanding and willingness of the ODPP to pursue such cases.   The RVIPF did indicate, 

however, that 6 files were submitted to the ODPP in the latter part of 2022 where recommendations to 

pursue confiscation proceedings were made.  This demonstrates a positive shift in policy on the part of 

ǘƘŜ w±LtC ŀƴŘ ŀƴ ƛƳǇǊƻǾŜƳŜƴǘ ƛƴ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ ŎƻƳƳƛǘƳŜƴǘ ǘƻ ŜƴǎǳǊŜ ŎǊƛƳƛƴŀƭǎ ŀǊŜ ŘŜǇǊƛǾŜŘ ƻŦ ǘƘŜ 

proceeds of their illicit activity. 

Emerging Threats ς Cyber Crime 
 

8.36 Cybercrime, also called computer crime, is the use of a computer or a networked device as an instrument 

to further illegal ends, such as committing fraud, trafficking in child pornography and intellectual property, 

stealing identities, or violating privacy. Cybercrime, especially through the Internet, has grown in 

importance as computers and other networked devices have become central to social behaviour, 

commerce, entertainment, and government6. 

 

8.37 In the VI there is increasing awareness of the growing threat of cyber-related crime stemming from 

criminal exploitation of advances in technology and changes in social behaviour. Currently, the main form 

of cyber-enabled crimes, which are traditional crimes that can be committed without a computer but are 

enabled by a computer in certain circumstances, that have been identified relate to child pornography on 

the internet and fraud.  In addition, some cyber-dependent crime, which are crimes that can only be 

committed using computers, computer networks or other forms of information communication 

technology (e.g., hacking, ransomware, DDoS attacks and malware), has also been identified.   

 

8.38 Currently, there have been a minimal number of reported crimes in each category. Nonetheless, 

intelligence indicates that this is anticipated to grow in the future. The RVIPF currently has limited cyber 

or digital forensic capabilities to effectively investigate cyber related incidents or crimes. This is a risk that 

has been identified within its Strategic Crime assessment and one which carries a potential ML risk.  A 

digital forensic hub has been set up in the Cayman Islands which is accessible to support RVIPF 

investigations, however, there is a cost associated with the use of this hub.  In addition, officers have to 

travel to the Cayman Islands to carry out the forensic work themselves which is also cost prohibitive.   

 

 
6 https://www.britannica.com/topic/cybercrime 

https://www.britannica.com/technology/Internet
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8.39 The FSC as supervisor has also identified cyber threats as a significant risk factor that supervised entities 

must account for. The FSC has included this topic in its 2023 Strategic Workplan for further action. 

Private Sector Views on ML Threats 
 

8.40 As part of the ML assessment exercise, a survey was distributed to the private sector to gather data on 

their awareness of ML issues and their understanding ƻŦ ǘƘŜƛǊ ǊƻƭŜ ƛƴ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ !a[ ŀǊŎƘƛǘŜŎǘǳǊŜΦ  

Based on the results of that survey the private sector identified corruption, drug trafficking and fraud as 

the three largest ML threats to the Territory, which aligns to a large degree with this assessmentΩs findings 

of national threats.  Chart 8.3 outlines the predicate offences identified by the private sector as possible 

ML threats to the VI. 

 

Chart 8.3: Predicate Offences Identified by Private Sector as Possible ML threats to the VI. 
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Cooperation Matters 
 

Inter-agency Cooperation Bodies 

 

8.41 There are several committees established within the VI that aid in fostering inter-agency cooperation.  

 

Inter-governmental Committee on AML/CFT Matters (IGC) 

8.42 The IGC was established pursuant to section 50(1) of the AMLTFCOP in 2008.  The committee serves as a 

mechanism for fostering cooperation between key public bodies involved in the fight against, or that have 

some nexus to, ML/TF activities, through a system of dialogue and the sharing of information amongst its 

members.  This system of dialogue has aided inter-agency cooperation through: 

¶ a system of information exchange between member agencies, which has assisted in detecting and 

preventing ML/TF and related offences;  

¶ the rendering of necessary assistance to member agencies in respect of their law enforcement or 

regulatory functions; and  

¶ the promotion of cooperation with foreign regulatory, administrative and law enforcement 

officials in relation to any ML or TF matter. 

 

Committee of Law Enforcement Agencies (CLEA) 

8.43 CLEA was established by Cabinet in 2017Σ ǎǘŜƳƳƛƴƎ ŦǊƻƳ ŀ ǊŜŎƻƳƳŜƴŘŀǘƛƻƴ ƛƴ ǘƘŜ нлмс bw!Φ /[9!Ωǎ 

purpose is to establish and ensure greater coordination and collaboration between law enforcement 

agencies in the fight against ML, TF and other organized crime through intelligence sharing, the joint 

pursuit and apprehension of criminals, and the disruption of criminal activity. Deliberations between 

members of CLEA, which include the ODPP, HMC, FIA, RVIPF and the Immigration Department have aided 

in strengthening the cooperation and coordination amongst LEAs within the Territory by bolstering the 

understanding and awareness of AML/CFT matters and how the agencies should work together in 

investigating such matters, thereby ensuring more effective prosecutions.   Other agencies such as the 

BVIAA and BVIPA which are not considered traditional LEAs are also invited to meetings as necessary if 

there are cross-cutting issues that require the coordination and cooperation of these agencies in order to 

be effectively addressed. 

 

Council of Competent Authorities (CCA) 

8.44 The Council of Competent Authorities was established by Cabinet in 2017 and enshrined into law in 2021 

by section 10A of the CJICA.  The members of CCA include the FSC, FIA, AGC, ITA and GO who work 

collaboratively to coordinate and facilitate the execution of local and international cooperation matters, 

as well as other relevant AML/CFT issues that affect or relate to the Territory.  The CCA has been 

instrumental in establishing a number of sub-committees that have helped in the ongoing development 

of the ¢ŜǊǊƛǘƻǊȅΩǎ !a[κ/C¢ ƻǇŜǊŀǘƛƻƴŀƭ ŀƴŘ ƭŜƎƛǎƭŀǘƛǾŜ ŦǊŀƳŜǿƻǊƪǎ ǿƘƛŎƘ ƘŀǾŜ ǎǘǊŜƴƎǘƘŜƴŜŘ ǘƘŜ 

¢ŜǊǊƛǘƻǊȅΩǎ !a[κ/C¢ ǊŜƎƛƳŜΦ  
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Joint Task Force (JTF) 

8.45 The JTF was created in July 2020 and was borne out of a recommendation emanating from the National 

Security Council.  It is a multi-agency task force made up of HMC, RVIPF, GO, FIA and Immigration.  The 

mandate of the JTF includes engaging in information and intelligence shares, co-ordinating law 

enforcement strategy and undertaking initiatives that would enhance crime-fighting initiatives.  These 

include joint law enforcement activities like land and sea patrols and joint operations to reduce crimes 

such as drug trafficking and cash and human smuggling, which are interwoven with the occurrence of ML 

and commensurate with the identified risk in the NRA and the 2020 sectoral risk assessments.  The JTF 

has had some success in its operations as it has been responsible for the apprehension of several persons 

and the seizure of over $800,000 during the reporting period.  

Domestic Cooperation 

8.46 The framework used for fostering inter-agency cooperation in the VI includes information exchange based 

on the use of various memoranda of understanding.  There is a multi-lateral inter-agency MOU established 

amongst the 18 members of the IGC, which defines the relationship between the members and compels 

them to work together to, inter alia, ŜƴƘŀƴŎŜ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ ŎƻƳǇƭƛŀƴŎŜ ǿƛǘƘ ƛǘǎ ƛƴǘŜǊƴŀǘƛƻƴŀƭ ƻōƭƛƎŀǘƛƻƴǎ 

with respect to information exchange, and coordinate activities to effectively combat criminality relative 

to ML, TF, corruption, matters related to organized crime and tax obligations. Additionally, there are 

several bi-lateral inter-agency MOUs such as those established between the FSC and FIA, FIA and HMC, 

FIA and AGC, and FIA and RVIPF, which facilitate information exchange amongst those agencies.    

 

8.47 /ƻƻǇŜǊŀǘƛƻƴ ŀƳƻƴƎǎǘ ǘƘŜǎŜ ŀƎŜƴŎƛŜǎ ǎǇŀƴǎ ǘƘŜ ŜƴǘƛǊŜ ƎŀƳǳǘ ƻŦ ǘƘŜ ±LΩǎ !a[ ǊŜƎƛƳŜΦ  ¢ƘŜ ±L ǳǘƛƭƛǎŜǎ 

internal cooperation measures between the HMC, RVIPF and ODPP to investigate and prosecute offences 

surrounding declarations. Such cooperation is geared towards ensuring the proceeds of crime are 

removed, usually through seizure and later forfeiture. For example, HMC can seek forfeiture and the 

pursuit of a criminal investigation via the RVIPF and ODPP.  HMC would also seek assistance from RVIPF 

to undertake the forfeiture and investigative function for any cash seized which is subject to criminal 

proceedings.  

 

8.48 Of particular importance is the relationship between the FIA and the RVIPF in relation to the analysis, 

dissemination and investigation of SARs related activities, as well as the relationship between the RVIPF 

and the ODPP with respect to investigation and prosecution of ML offences.  Additionally, the FIA provides 

support to the AGC in gathering information relating to legal persons and legal arrangements established 

in the VI to allow for the AGC to respond to MLA requests. 

 

SAR Filings and Disseminations 

8.49 Between 2020 and 2022 7,212 SARs were received by the FIA as outlined in Table 8.9 below.   
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 SAR Type 2020 2021 2022 Total 

Ordinary SARs 804 423 497 1724 

Virtual Asset SARs  450 756 4282 5488 

Total No. of SARs  1254 1179 4779 7212 

Table 8.9: Number of SARs Received Between 2020 and 2022 

 

8.50 This reflects a 201% increase over the number of SARs received between 2015 and 2019.  Of that total, 

6.7% were related to entities carrying out business within the VI while 17.2% were associated with entities 

conducting business outside of the Territory.   The VI has seen an increase in SARs related to virtual assets 

since 2018.  Between 2020 and 2022 the number of VA-related SARs received annually that were filed by 

or related to BVIBCs has increased from 450 to 4,282, with a total of 5,488 filed over the reporting period 

accounting for 76.1% of the total SARs filed.  The majority of these VA-related SARs (81%), related to fraud 

(35%), ML (21%), other suspicious activity (14%) and unknown source of funds (11%).   

 

8.51 Similarly, offences most frequently identified in all SARs filings related to ML, fraud, suspicious activity, 

inability to identify sources of funds and refusal to provide CDD information.  These findings align with the 

findings of the 2020 ML Risk Assessment and indicates that the risk of ML to the jurisdiction by BVIBCs 

operating outside of the Territory is higher than the risk posed to the jurisdiction by entities operating in 

the VI.   

 

8.52 While the FIA has indicated that it has seen an improvement in the quality of SARs received from financial 

institutions, it continues to perform outreach in an ongoing effort to sensitise other sectors of the 

requirement to file SARs and to enhance the quality of SARs being submitted.  As such, the FIA conducted 

targeted outreach to the Association of Compliance Officers in 2022.  It also published an e-brochure 

ŘŜǘŀƛƭƛƴƎ ǘƘŜ р²Ωǎ ƻŦ {!w ǿǊƛǘƛƴƎΣ ǘƘŜ ƻōƧŜŎǘƛǾŜ ƻŦ ǿƘƛŎƘ ǿŀǎ ǘƻ Ƴŀƛƴǘŀƛƴ ǘƘŜ ǎǘŀƴŘŀǊŘ ƻŦ ǊŜǇƻǊǘƛƴƎ 

amongst most entities while simultaneously providing guidance to those entities that could benefit from 

additional guidance.  FAQs were also circulated to reporting entities in 2022 providing specific sector 

guidance. It is hoped that this ongoing engagement will aid reporting entities in continuing to improve on 

the quality of SARs being reported, which in turn may help the FIA in their analysis and subsequent 

dissemination to the RVIPF for investigation. 

 

8.53 Disseminations to other domestic CAs and LEAs by the FIA as a result of SARs filed usually relate to 

circumstances where an entity operating in the VI has been identified after the FIA has conducted its own 

ŀƴŀƭȅǎƛǎΦ  ¢ƘŜ нлнл a[ wƛǎƪ !ǎǎŜǎǎƳŜƴǘ ƴƻǘŜŘ ǘƘŀǘ ƻŦ ǘƘŜ сом άƭƻŎŀƭέ {!wǎ ǊŜŎŜƛǾŜŘΣ ƻƴƭȅ т ŘƛǎǎŜƳƛƴŀǘƛƻƴǎ 

had been receiǾŜŘ ōȅ ǘƘŜ w±LtC ŀǎ ŀ ǊŜǎǳƭǘ ƻŦ ǘƘŜ CL!Ωǎ ŀƴŀƭȅǎƛǎΦ  {ƛƴŎŜ ǘƘŀǘ ǘƛƳŜ ǘƘŜǊŜ Ƙŀǎ ōŜŜƴ 

improvement in the level of disseminations made, with 326 disseminations being made between 2020 

and 2022, 79 of which were made to the RVIPF FCU.  The majority of disseminations to the RVIPF FCU 

were in relation to possible ML, while the others were fraud related. 
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8.54 Additionally, 52 disseminations were made to foreign FIUs as a result of SARs received relative to 

suspicions involving BVI entities operating in other jurisdictions.  Similar to the domestic disseminations, 

the reasons for these disseminations primarily related to suspected money laundering and fraud, but also 

bribery and corruption.  The number of disseminations to foreign FIUs has increased by 12% to 

approximately 17 per year, up from 13 per year during the 2015 ς 2019 reporting period.  However, the 

number of such disseminations accounts for only 4.6% of SARs filed involving BVI entities, which continues 

to draw into question whether sufficient information is being provided to the FIA by reporting entities to 

ŀƭƭƻǿ ƛǘ ǘƻ ŎƻƴŘǳŎǘ ǇǊƻǇŜǊ ŀƴŀƭȅǎƛǎΣ ŀǎ ǿŜƭƭ ŀǎ ǘƘŜ CL!Ωǎ ŀōƛƭƛǘȅ ǘƻ ŀŘŜǉǳŀǘŜƭȅ ŀƴŀƭȅǎŜ ǊŜǇƻǊǘǎ to allow for 

additional disseminations to be made.   

 

8.55 The FIA also has the ability to make spontaneous disseminations to other LEAs based on intelligence 

gathering exercises, and there are no impediments to the FIA making such disclosures.  In the 2020 ML 

risk assessment it was reported that 75 such disseminations were made, 24 of which were sent to the 

RVIPF, while the majority of the remaining disseminations were provided to LEAs in the US, UK and Brazil, 

ǿƘƛŎƘ ƭƻƻǎŜƭȅ ŎƻǊǊŜƭŀǘŜŘ ǿƛǘƘ ǘƘŜ ƧǳǊƛǎŘƛŎǘƛƻƴǎ ŦǊƻƳ ǿƘƛŎƘ ŀ ƭŀǊƎŜ ǇƻǊǘƛƻƴ ƻŦ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ ƛƴǘŜǊƴŀǘƛƻƴŀƭ 

cooperation requests emanated. However, during the current reporting period no such disseminations 

were made as the FIA has indicated that all spontaneous disseminations made are now as a result of 

information extracted from SAR filings.  This raises the issue of whether the FIA has the ability or the 

capacity to identify such information outside of the analysis of SARs, which may in turn impact the level 

of disseminations that may be made, both locally and internationally.   

 

Investigations  

8.56 With regard to investigations the RVIPF is the lead agency for the criminal investigation of money 

laundering offences. The RVIPF FCU effectively acts as the lead investigative agency and benefits from 

intelligence provided from the Intelligence Unit within the RVIPF and other units such as MIT and SIT, as 

well as its own pro-active strategy to identify ML offences.  In 2022 the RVIPF implemented new policies 

for managing investigations, setting out the standards alongside a performance framework, and 

incorporating statistical measurements to assess the effectiveness, timeliness and quality of their work 

and the wider system.  This included new policies and procedures to ensure the FCU pursues all viable 

relevant predicate ML offences, conducts parallel investigations, and pursues restraint and forfeitures.  

The goal is to increase the positive outcomes of investigations and increase cases going to the DPP for 

prosecutions, restraint, forfeiture, and potential confiscations.   

 

8.57 Further, the FCU is able to conduct financial investigations in collaboration with other LEAs such as the 

FIA, HMC and ID.  Table 8.10 below details the number of cases opened by the FCU between 2020 and 

2022, the number of proceeds of criminal conduct (ML) charges emanating from these cases and the ML 

convictions secured. 
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Year Cases opened PCC Charges Convictions 

2020 18 11 3 

2021 18 8 6 

2022 36 8 9 

Total  72 27 18 
Table 8.10: FCU Proceeds of Criminal Conduct Cases 

 

8.58 The FIA provides financial intelligence to the RVIPF through information emanating from SARs and other 

means to assist and facilitate the investigative needs of the FCU.  From 2020 to 2022, twenty-five (25) 

production orders were sought from the courts based on FIA intelligence, primarily to support 

investigations into drug trafficking.  Fourteen (14) of these orders were based on information contained 

in SARs disclosures while the remainder were based on other intelligence provided by the FIA. All 25 

orders were granted.   

 

8.59 In 2020 the ODDP amended and updated its Policy on the Preparation of Case Files and File Reviews which 

is applicable to the RVIPF.  This document outlines and dictates when consultation with the ODPP should 

occur and specifies that consultation must always occur pre-charge and at the commencement of 

investigations to ensure that the investigation proceeds in a manner which would more likely lead to 

proper prosecution and conviction.   

 

Prosecutions 

8.60 In relation to prosecutions, the ODPP uses a vetting procedure where any file submitted by the RVIPF is 

thoroughly reviewed to ensure that sufficient evidence has been provided to proceed to prosecution.  

Each file is reviewed using a vetting form which includes a section on the identification of proceeds of 

crime.  All the relevant criteria outlined in the vetting form must be met to enable a case to move forward. 

The ODPP, therefore, relies on the RVIPF to ensure there is sufficient evidence to show that any related 

funds are proceeds of crime, or were used in the commission of a crime, to allow a case to be prosecuted.  

Once the ODPP vets the files, the vetting form is sent to the submitting officer, outlining the case and 

indicating if further action is needed to progress the matter. All the files submitted to the ODPP during 

the reporting period have advanced to prosecutions.   

 

8.61 Most ML prosecutions relate to the laundering of proceeds of domestic predicate crime; mainly fraud and 

drug trafficking as identified in the NRA and 2020 Sectoral ML risk assessment.  Between 2020 and 2022 

there were 65 ML investigations conducted by the RVIPF, in comparison to 64 investigations conducted 

between 2015 and 2019.  This resulted in 24 persons being charged with proceeds of criminal conduct 

(ML), down 27% from the 2015-2019 period.  It has been explained that while only 24 persons were 

charged with PCC, charges relating to other predicate offences were laid as a result of the 65 investigations 

conducted.  This continues to raise the issue as to veracity with which ML investigations are conducted by 

the RVIPF.  
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8.62 During the same period 19 case files were submitted by the FCU to the ODPP, all of which were proceeded 

with during the period. Outcomes of cases concluded during this period saw 16 ML convictions being 

secured resulting in 17 persons being sentenced.  However, four were in relation to cases which 

commenced prior to the reporting period. 

International Cooperation 

8.63 The nature of organised crime is such that it permeates national borders and assumes an international 

character.  This makes it difficult for any country on its own to efficiently and effectively investigate and 

prosecute acts of criminality without the aid of other countries in which or through which the act of 

criminal conduct extends.  It is globally recognised, therefore, that cross border cooperation and 

coordination of efforts are the most viable tools in the international response to organised crime and in 

particular, money laundering.  Thus, the efficient and effective combating of organised crime calls for a 

collaborative effort and cooperation between countries and at an international level. Such cooperation 

must be robust and multi-faceted in order to significantly thwart criminals from designing and executing 

their criminal intents.  

 

8.64 In 2007, the Virgin Islands (VI) issued the British Virgin Islands Handbook on International Cooperation and 

Information Exchange ς A Guide for Regulators and Judicial and Law Enforcement Officials. The Handbook 

was subsequently revised in 2013 and a further revision is currently ongoing.  The purpose of the 

Handbook is to assist jurisdictions in understanding how and under what circumstances cooperation may 

be provided.  The Handbook sets out the legislative basis for international cooperation and provides clear 

indication of the necessary procedures for making a request to the VI whether criminal, civil or regulatory. 

It also provides methods and contact details for the relevant agencies responsible for each form of 

international cooperation. The Handbook provides clear guidance and evidence that there are no 

impediments to international cooperation.  

 

8.65 The VI is also a founding member of the CFATF and is currently undergoing its Fourth Round Mutual 

Evaluation Process.  The VI considers assessments by international independent institutions as key in its 

international cooperation process, as it positively aids the process of continual review and reform of 

relevel laws, administrative systems and law enforcement mechanisms.  Accordingly, recommendations 

ŜƳŀƴŀǘƛƴƎ ŦǊƻƳ ǎǳŎƘ ŀǎǎŜǎǎƳŜƴǘǎ ŀǊŜ ǊŜǾƛŜǿŜŘ ŀƴŘ ƛƳǇƭŜƳŜƴǘŜŘ ǘƻ ǎǘǊŜƴƎǘƘŜƴ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ 

international cooperation regime. 

Attorney General Chambers 

8.66 Since the enactment of the Criminal Justice (International Cooperation) Act in 1993, the VI has been 

providing mutual legal assistance upon request to foreign jurisdictions on international cooperation 

matters.  The CA for the handling of such requests is the AG, whose role is to review and respond to MLA 

requests in accordance with the laws of the VI.  Formal MLA requests are handled through the AGC with 

assistance from the FIA where financial information may be requested.  The majority of requests requiring 

FIA assistance relate to requests where a BVIBC is the subject of the enquiry. 
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8.67 Generally, there are no restrictions regarding foreign jurisdictions to which assistance may be rendered. 

Table 8.11 below indicates the number of MLA requests received by the AGC between 2020 and 2022. 

Year Number of 
Requests 
Received  

Number of 
Requests 
Declined 

Number of 
Requests on 
Administrative 
Hold 

Number of 
Requests Granted 

2020 84 12 16 36 

2021 80 11 10 51 

2022 51 6 3 77 

Table 8.11: Number of MLA Requests Received by the AGC between 2020 and 2022 

 

8.68 The vast majority of MLA requests received relate to requests for banking documents, company 

documents7 and beneficial ownership information8. 

Financial Services Commission 

8.69 The mutual legal assistance regime was further extended in 2000 to enable assistance in the area of 

financial regulation by providing a regulator-to-regulator assistance scheme, primarily through the FSC.  

The FSC is an active member of IOSCO, GIFCS, IAIS as well as other regional associations such as ASBA, 

CGBS, and CAIR.  Table 8.12 below indicates the number of IC requests received by the FSC between 2020 

and 2022. 

 2020 2021 
2022 (as of 

30 June) 

Total Number of IC requests from foreign CAs 141 104 51 

Number of IC requests from foreign CAs processed  129 89 41 

Table 8.12: Number of IC Requests Received by the FSC between 2020 and 2022 

Financial Investigation Agency 

8.70 9ȄŎƘŀƴƎŜ ƻŦ ŦƛƴŀƴŎƛŀƭ ƛƴǘŜƭƭƛƎŜƴŎŜ ƛǎ ŦŀŎƛƭƛǘŀǘŜŘ ǇǊƛƳŀǊƛƭȅ ǘƘǊƻǳƎƘ ǘƘŜ CL!Ωǎ membership in the Egmont 

Group as all requests for information from foreign FIUs are received via the ESW.  In addition, requests 

for information are received directly from other international law enforcement agencies. The FIA has one 

bi-lateral MoU signed in 2022 with a non-Egmont member, which allows it to share information with that 

foreign jurisdiction.   Table 8.13 below indicates the number of requests received by the FIA between 

2020 and 2022. 

Year Type of Request Received Completed 

2020 RFI 225 224 

 Interpol 88 86 

 
7 Company documents includes information regarding the Company itself, including its directors, officers and how it functions 
8 Beneficial ownership information includes all information relating to a beneficial owner (e.g. their identity and verification documents) 
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2021 RFI 213 213 

 Interpol 72 72 

2022 RFI 393 358 

 Interpol 22 - 

Table 8.13: Number of Requests for Information Received by the FIA between 2020 and 2022 

Royal Virgin Islands Police Force 

8.71 The RVIPF interacts regularly with its foreign counterparts, which leads to intelligence sharing.  Table 8.14 

below indicates the number of IC requests received by the RVIPF between 2020 and 2022. 

RVIPF 2020 2021 2022 

No. of incoming requests from 
foreign LEAs 

26 41 15 

Incoming requests completed 26 41 15 

Table 8.14: Information Exchanges with Foreign LEAs (Police to Police) 

 

8.72 !ŘŘƛǘƛƻƴŀƭƭȅΣ ŘǳǊƛƴƎ ǘƘŜ ǊŜǇƻǊǘƛƴƎ ǇŜǊƛƻŘΣ ǘƘŜ w±LtCΩǎ {L¢ has engaged in eight joint investigations 

stemming from its use of the Ship Rider Agreement between the US and UK to stop and search vessels 

within territorial waters of the VI and USVI. 

Iƛǎ aŀƧŜǎǘȅΩǎ /ǳǎǘƻƳǎ 

8.73 Iƛǎ aŀƧŜǎǘȅΩǎ /ǳǎǘƻƳǎ Ƙŀǎ ŦƻǊƎŜŘ ǎƻƭƛŘ ǿƻǊƪƛƴƎ relationships with regional and international counterparts 

through its membership in the WCO and the CCLEC.  Table 8.15 below indicates the number of IC requests 

received by HMC between 2020 and 2022. 

HMC 2020 2021 2022 

No. of incoming requests from 
foreign LEAs 

9 2 8 

Table 8.15: Number of IC Requests Received by HMC between 2020 and 2022 

 

8.74 HMC also works closely with US CBP and ICE, and along with the RVIPF, participates in joint operations 

with these agencies, when necessary, through the utilisation of the Ship Rider Agreement.   

International Tax Authority 

8.75 The CA for tax matters in the VI is the ITA.  The VI is a signatory to the MCAA for both the Common 

Reporting Standard (CRS), which it implemented CRS in 2016, and Country by Country Reports (CBCr), 

which facilitates the automatic exchange of information under the international standard of automatic 

exchange.  The Territory has implemented the CBC automatic exchange of information regime and signed 

a bilateral CBC automatic exchange of information competent authority agreement with the United 

Kingdom of Great Britain and Northern Ireland and the USA.  The VI has also signed an intergovernmental 
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agreement with the USA to ensure automatic exchange of financial account information under the US 

FATCA.   

 

8.76 Lƴ ŀŘŘƛǘƛƻƴΣ ǘƘŜ ±L ƛǎ ŀƴ ŀŎǘƛǾŜ ƳŜƳōŜǊ ƻŦ ǘƘŜ h9/5Ωǎ Dƭƻōŀƭ CƻǊǳƳ ŀƴŘ Ƙŀǎ ƧƻƛƴŜŘ ǘƘŜ h9/5 LƴŎƭǳǎƛǾŜ 

Framework on Base Erosion and Profit Shifting (BEPS).  Through its membership in the Global Forum the 

VI was assessed on its transparency in tax information exchange in 2015 and was rated as Largely 

/ƻƳǇƭƛŀƴǘΣ ǿƘƛŎƘ ŎƻƴŦƛǊƳŜŘ ǘƘŜ ±LΩǎ ŀōƛƭƛǘȅ ǘƻ ŎƻƻǇŜǊŀǘŜ ǿƛǘƘ ƻǘƘŜǊ ǘŀȄ ŀǳǘƘƻǊƛǘƛŜǎΦ ¢ƘŜ ŀǎǎŜǎǎƳŜƴǘ ǊŜǇƻǊǘ 

of the Global Forum indicated the ability of the VI to exchange beneficial ownership, accounting, and 

banking information.   

 

8.77 In 2022 however, the VI underwent its Second Round Global Forum (GF) Peer Review on the Exchange of 

Information on Request in which it was rated as only Partially Compliant with the GF standards.  Some of 

the identified gaps related to:  

 

¶ the lack of availability of accounting records when required to be produced in a timely manner, 

as there is no obligation for BVIBCs to maintain such records within the Territory; and  

¶ the ability to ensure adequate, accurate and up-to-date BO information is available when a legal 

person has been struck-off, and within the statutory retention period after the entity ceases to 

exist.   

 

8.78 Despite this perceived gap, however, the ITA is generally able to produce this information in response to 

MLA and other international cooperation requests.  The identified gap may, however, enhance the threat 

of fraud and/or ML as a foreign predicate offence due to the inability of RAs to obtain and secure relevant 

information on beneficial ownership and financial transactions. 

 

8.79 Table 8.16 below indicates the number of IC requests received by the ITA relative to basic and BO 

information between 2020 and 2022. 

Table 8.16: Number of IC Requests Received by the ITA Relative to Basic and BO information between 2020 and 

2022 

  

ITA ς Legal Persons 2020 2021 June 2022 

BO Information 122 184 52 

Basic Information 83 183 50 

ITA ς Legal Arrangements 2020 2021 June 2022 

BO Information 4 8 0 

Basic Information 4 7 1 
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National Money Laundering Risk  
8.80 Lƴ ŘŜǘŜǊƳƛƴƛƴƎ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ ƻǾŜǊŀƭƭ a[ Ǌƛǎƪ ƭŜǾŜƭ ŦƻŎǳǎ ǿŀǎ ǇƭŀŎŜŘ ƻƴ ǘƘŜ ƳŀƧƻǊ a[ ǘƘǊŜŀǘǎ ŜƳŀƴŀǘƛƴƎ 

from both domestic and foreign criminality and their impact to the Territory as identified in section 8 of 

the report.  The ML threat from domestic criminality was considered Medium-High, while the ML threat 

from foreign criminality was also assessed as Medium-High.  As outlined in section 7, a number of 

vulnerability and control factors were taken into consideration in determining the overall ML risk level.  

This analysis resulted in a determination that the overall risk of ML to the Virgin Islands is considered to 

be Medium-High.   
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9. Operational Framework Vulnerabilities  
 

The Law Enforcement Framework 
 

9.1 The ability to effectively mitigate the threat of ML lies in great part with the law enforcement agencies 

within a jurisdiction.  The VI is no exception.  This section reviews the vulnerabilities that could negatively 

impact the ability of the key LEAs to mitigate the threats related to ML and increase susceptibility to risk.  

The structures each LEA have in place to minimise these vulnerabilities have been reviewed to determine 

their level of effectiveness.  

The Royal Virgin Islands Police Force  

 

9.2 In relation to ML tƘŜ w±LtCΩǎ key functions surround the identification and investigation of predicate 

offences as well as the investigation of related financial crimes.  The key vulnerabilities identified that may 

limit ǘƘŜ w±LtCΩǎ ability to effectively mitigate ML risk include: 

 

¶ sub-optimal level of resources 

¶ insufficient training  

¶ lack of proper policies and procedures 

¶ inefficient data maintenance 

¶ potential corruption within  

 

Resources 

Financial Crimes Unit 

9.3 The current FCU staff complement is six.  Since 2020 the FCU has seen a notable increase in workload 

(cases opened) as outlined in Table 9.1 below.  

 

Year 2020 2021 2022 to Aug. 

Number of PCC cases opened 18 18 29 

No. of FIA reports (SAR) received 11 13 6 

No. of Persons Charged with PCC 11 8 5 

No. of SAR cases referred as 

prosecution file to ODPP 

0 0 4 

No. of Cases referred to ODPP  6 3 10 

No. of Persons Convicted of PCC 3 6 8 

Table 9.1: Cases Dealt with By the FCU Between 2020 and 2022 
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9.4 The increased workload of the FCU has been challenging, however, the RVIPF is seeking to increase the 

staff complement of the FCU by the end of 2022. Nevertheless, the FCU has indicated that with the current 

prioritisation process in place for handling cases, the workload remains manageable.  

 

9.5 9ȄǇƻǎǳǊŜ ǘƻ ŦƛƴŀƴŎƛŀƭ ƛƴǾŜǎǘƛƎŀǘƛƻƴ ǘǊŀƛƴƛƴƎ ƛǎ ŎǊƛǘƛŎŀƭ ǘƻ ǘƘŜ w±LtCΩǎ ŀōƛƭƛǘȅ ǘƻ ǇǊƻǇŜǊƭȅ ǇǳǊǎǳŜ a[ ŎŀǎŜǎΦ   

On-going training for staff members is also critical to ensure the FCU is able to properly identify developing 

trends and typologies that continue to arise as criminals become more sophisticated in concealing their 

criminal proceeds.   

 

Major Investigations Team 

9.6 The MIT currently consists of 9 permanent staff, and four contracted Officers from the UK. 

 
9.7 The current staffing level provides challenges in effectively investigating major crimes, particularly given 

the complexity of some of the crimes committed. Additional human resources may aid in the effectiveness 

of the MIT in executing its mandate. 

 
Serious Investigations Team 

9.8 The SIT currently consists of 7 permanent staff supported by two contracted Analysts.  The SIT is regularly 

called on to support homicide investigations and takes on manhunts for suspects wanted for the most 

serious crimes. However, the SITΩǎ capacity to function is limited by a lack of resources.  

 

Intelligence Unit 

9.9 The Intelligence Unit consists of two sub-sections. The Intelligence Office and the Technical Team.  Officers 

within the IU are tasked with other duties such as downloading/managing CCTV, extracting evidence from 

computer systems, and assisting with telephone downloads.      

 

9.10 Further, and as noted in section 8 above, the RVIPF currently has limited cyber or digital forensic 

capabilities to effectively investigate cyber related incidents or crimes, which carry a potential ML 

risk.  However, the use of the digital forensic hub set up in the Cayman Islands is accessible to support 

RVIPF investigations.   

 

Training 

9.11 Financial investigation and ML related training courses attended by the FCU between 2020 and 2022 are 

detailed in Table 9.2 below.   

 

Year Training No. of FCU Attendees 

2020 Regional Webinar on Integrity, Ethics and Accountability 

in Law Enforcement 

2 

 Trade Based Money Laundering Webinar  6 
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 Financial Investigation and Terrorist Financing Course ς 

Part I (Virtual) 

6 

 Combatting Financial Frauds through Effective Money 

Interception Mechanisms 

2 

2021 Forensic Accounting & Fraud Examination 1 

 Advanced Financial Investigations & Terrorism Financing 

Pt II (Virtual) 

 6  

 Training on Countering Proliferation Finance 1 

2022 Countering Proliferation Financing 6 

 Financial Investigation and Terrorist Financing mentorship 

(for use of PCC & related powers including application for 

production orders). 

 

6 

 Information Sharing between FIUs, Supervisory 

Authorities and LEAs 

1 

 British Overseas Cyber Conference 1 

 Crypto Investigation Training 3  

 Financial sanctions, related terrorism & terrorism 

financing. E-learning 

1 

 Introduction to Trade based ML (Virtual) 6  

Table 9.2: Training Courses Attended by Officers of FCU 2020 ς 2022 

 

9.12 The RVIPF indicated that it has formalised and implemented a new Training Plan for all Financial 

Investigators. Which includes ICA accreditation, which will be facilitated through HLSCC, supported by 

Manchester University.  The 4 existing financial investigators are expected to commence the advanced 

level ICA diploma course in January 2023, with the intermediate level course expected for delivery also in 

2023 for the 2 new Financial Investigators, along with the Certified Anti-Money Laundering Specialist 

(CAMS) Examination.  Continuous Professional Development training is due to commence in Nov 2022, 

and all officers in the FCU are to be provided with additional training in financial investigations, which 

should include restraint and confiscation. To date the restraint and confiscation training provided has only 

been to a basic level for most of the financial investigators. 

 

9.13 Further, in an effort to strengthen the approach to strategic and tactical analysis of crime threats, 

including ML, and the RVIPF is currently reviewing and contextualising the global strategic crime threats 

in order to assess the current trends and vulnerabilities as it seeks to develop an intelligence collection 

plan which will enhance its wider understanding of the relevant threats and ML risk. 
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9.14 Additional training identified to increase effectiveness within the MIT includes courses in exhibit 

handling/role of an Exhibits Officer, statement taking/witness interviews, Major Incident Room roles and 

procedures and completion of decision logs. Proper funding for training would be required to allow for 

these training opportunities to materialise. 

 
9.15 Additional training completed by the IU includes courses in Cyber Crime, PEACE9 interviewing and 

leadership. 

Policies and Procedures 
 

9.16 In 2022, the RVIPF developed new, and revised some existing policies, which set out the relevant 

processes required to more effectively conduct investigations, including financial investigations, and seize 

and detain cash and other assets.  The updated policies include: 

¶ RVIPF Cash seizure policy 

¶ RVIPF Asset seizure policy 

¶ RVIPF Financial Investigation policy 

¶ RVIPF Financial Investigators Reference Manual 

¶ RVIPF Investigators Manual 
 

9.17 Most of these policy and procedure documents were geared toward ensuring the FCU in particular is 

better able to identify all relevant predicate ML offences and conduct parallel investigations, as well as 

seek forfeitures and work with the ODPP in the pursuit of restraint and confiscation. Additionally, the FCU 

developed new policies and procedures that were approved as force policy which ensure that Threat 

Based Assessments (TBA) are part of daily considerations and serve to enhance the FCU capability.  

 

9.18 The development of these policies has assisted the FCU in setting their priorities, managing workloads 

and improving inter-departmental interactions. Prior to the implementation of these policies there were 

very limited inter-RVIPF case reviews. This has improved significantly and is demonstrated by the 

increased number of proceeds of criminal conduct cases opened as outlined in Table 9.1 above. 

 

9.19 In addition to the policy and procedure documents developed for the FCU, the MIT, SIT and IU have all 
updated their Terms of Reference Policies.  The purpose of these policies is to set Standard Procedures 
(SOP) for the operationalƛǎŀǘƛƻƴ ƻŦ ŜŀŎƘ ¦ƴƛǘΩǎ Terms of Reference.  The SIT is also in the process of 
developing Covert guidance for that Unit.   
 
Data Collection and Maintenance 

9.20 tǊƻǇŜǊ ǊŜŎƻǊŘ ƪŜŜǇƛƴƎ ƛǎ Ǿƛǘŀƭ ǘƻ ǘƘŜ w±LtCΩǎ ŀōƛƭƛǘȅ ǘƻ ǳƴŘŜǊǎǘŀƴŘ ŀƴŘ ŀǎǎŜǎǎ ǘƘŜ ŎǳǊǊŜƴǘ a[ ŀƴŘ ƻǾŜǊŀƭƭ 

crime situation within the Territory.   In 2022, the RVIPF filled the vacant post of Statistician and has since 

made recognisable improvement in the collection and maintenance of its crime data.  It has also been 

able to bring its outstanding IGC submissions up to date. 

 
9 PEACE stands for Preparation and planning, Engage and explain, Account, clarify and challenge, Closure and Evaluation 
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9.21 Also, the RVIPF is unable to provide data on the full proceeds generated from crime generally. Some data 

exists for crimes related to drug trafficking, however, data related to proceeds from other crimes is not as 

readily available. This is a significant gap in the data points needed to assess the quantum of financial 

gains from ML, TF, PF and related crimes. This ŘƛǊŜŎǘƭȅ ƛƳǇŀŎǘǎ ǘƘŜ ±LΩǎ ŀōƛƭƛǘȅ ǘƻ allocate resources based 

on risk.  

Corruption 

9.22 Corruption within law enforcement is a key vulnerability to the combatting of ML within any jurisdiction 

and the VI is no exception.  There are policies in place within the RVIPF aimed at mitigating the possibility 

of corruption within the agency.  Officers are held to the Police Code of Conduct Standards and those 

outlined in the Police Act.  They are required to report categories of associations as well as seek permission 

to engage in any private part time work.  Disciplinary matters are handled by the Professional Standards 

Department.   

 

9.23 However, as noted previously in this report, within the reporting period cases have been brought against 

former and active police officers in connection with various illegal activities, including drug trafficking.  

The COP has taken an interest in addressing such behaviour which has resulted in eleven officers currently 

on suspension for matters ranging from sexual offences, theft, assault, perjury, drugs and breach of trust.  

Seven of these officers were suspended during the reporting period.  These and other disciplinary action 

taken during the reporting period due to possible criminal conduct are outlined in Table 9.3 below. 

 

 2020 2021 2022 

Interdiction 1 5 1 

Compulsory Leave 0 1 0 

Dismissal 1 1 0 

Table 9.3: Disciplinary Measures Taken by the RVIPF ς 2020 to 2022 
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Iƛǎ aŀƧŜǎǘȅΩǎ /ǳǎǘƻƳǎ 

 

9.24 In relation to ML, HMCΩǎ ƪŜȅ ŦǳƴŎǘƛƻƴǎ ǎǳǊǊƻǳƴŘ ǘƘŜ protection of ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ ōƻǊŘŜǊǎ ŦǊƻƳ cash and 

people smuggling, importation of illegal contraband, and the illegal movement of cash through the 

¢ŜǊǊƛǘƻǊȅΩǎ ǇƻǊǘǎ ƻŦ ŜƴǘǊȅ.  The key vulnerabilities that may limit Ia/Ωǎ ability to effectively mitigate ML 

risk include: 

¶ sub-optimal level of resources 

¶ lack of documented policies and procedures 

¶ insufficient training 

¶ inefficient data maintenance 

¶ potential corruption within  

Resources 

9.25 HMC currently has 94 staff of which 69 are assigned Customs Officers and Customs Trainees.  In addition, 

there are 7 Officers holding senior posts of Assistant Commissioner (4), Deputy Commissioner (2) and 

Commissioner.  Given the multiple islands and ports of entry that HMC has to cover, as well as conducting 

sea patrols, the lack of a full staff complement impacts HMCΩǎ ŀōƛƭƛǘȅ ǘƻ effectively carry out its 

responsibilities in relation to monitoring the illegal movement of people and contraband and the 

importation and exportation of goods. 

 

Policies and Procedures 
9.26 In relation to the daily operations of the HMC the most significant ML risk stems from the threats of drug 

trafficking, people smuggling, human trafficking, trade-based operations and other related financial 

crimes.  Knowing how to properly manage these issues is, therefore, critically important in effectively 

mitigating these threats and the consequential risks.  It was found that while there was a high level of 

institutional knowledge at the upper levels of the agency, there was an absence of documented Standard 

Operating Procedures across HMC, which are key in providing guidance to relevant officers in how to 

conduct their daily operations.   

 

9.27  The official operationalised HMC ML strategy is based on the Virgin Islands National AML/CFT Policy and 

National AM/CFT Strategy, which they monitor through their AML Action Plan. It is unclear, however, the 

priority given to such matters, and whether the rank-and-file officers within HMC are aware of and are 

properly implementing this strategy. 

 

Training 

9.28 HMC staff have been able to attend various training courses in order to improve their skills in preventing 

or detecting incidences of drugs, weapons and migrant smuggling, human trafficking and cross-border 

transportation of currency/BNIs in the fight against ML.  Additionally, training in primary ML activities such 

as trade-based ML, has raised awareness and appreciation of such activities.  Table 9.4 below outlines the 

training undertaken by HMC during the reporting period. 
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Year Training No. of HMC Attendees 

 2020 AML/CFT with Trinidad and Tobago Police Academy  1 

 
Introduction to Firearm Trafficking in the Caribbean for 

Customs 
1 

 
Safe-Handling and Interdiction of Non-Medical 

Synthetic Opioids 
1 

 
Regional Webinar on Integrity, Ethics and 

Accountability in Law Enforcement 
1 

 
WCO Introduction to Firearms Trafficking in the 

Caribbean for Customs 
1 

 2021 Foundation Course in Financial Investigations  6 

 Intelligence Awareness Foundation Course 1 

 Financial Crime Investigation Training 3 

 2022 Countering the Financing of Proliferation 3  

 Intelligence Awareness Foundation 3 

 General Security Awareness  15 

   Crypto Asset Management Training   2 

 Introduction to Trade-based Money Laundering 9 

 Filing Suspicious Activity/Transaction Reports 20 

 
Stakeholders in Combatting Trade-based Money 

Laundering 
9 

 Disaster Victim Identification Investigation 2 

 Sanctions Training 1 

 

Ml/TF/PF focusing on Detention, Seizure, Forfeiture, 

Confiscation, Extradition, International Cooperation 

and Sanctions 

2 

Table 9.4: Training Courses Attended by Officers of HMC Between 2020 - 2022 

 

9.29 It should be noted that the Government of the VI has recently centralised the funding for all training within 

the Department of Human Resources (DHR).  It is unclear the impact this will have on the availability of 
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funding for HMC, and other government agencies based on priorities and the manner in which funding 

will be allocated.   

Data Collection and Maintenance 

9.30 The importance of proper data collection and maintenance is buttressed by the need for HMC to be able 

to properly identify and analyse trends in illegal movement of cash through the Territory as well as other 

criminal activity.  It is also vital in HMC being able to develop effective tactics to deal with such activity.  

As with most agencies, data collection and maintenance has been problematic for HMC due to a lack of 

human and technological resources needed to properly identify, collect, process and analyse the required 

data.   

Corruption 

9.31 Possible corruption within HMC is a major vulnerability in ǘƘŜ ±LΩǎ !a[ ŀǊŎƘƛǘŜŎǘǳǊŜ ƎƛǾŜƴ Ia/Ωǎ ŦǊƻƴǘƭƛƴŜ 

role in detecting and seizing illegal cash, narcotics and other contraband as well as staving off illegal 

migration.  Within the reporting period no HMC officers were placed on interdiction, however, 8 officers 

faced disciplinary action for infractions including absenteeism, sexual harassment, suspicion of theft, 

abandonment of post, and bringing the HMC into disrepute. 

 

9.32 Instructions for the conduct of public officers are encapsulated in the Public Service Management Code 

(PSMC) which is published under the authority of the Governor.  Amongst other things, Public Servants 

are required to declare any interests they may have outside of their assigned posts and must seek approval 

to engage in any form of private part-time/additional work.  In addition to the PSMC, the Services 

Commission Regulations also address, amongst other things, the disciplining of public officers other than 

members of the RVIPF.    Disciplinary matters are handled by the Department of Human Resources and 

the Public Service Commission.  These policies are in place within the Government service to mitigate the 

possibility of corruption within government agencies.  

  

9.33 In addition, HMC has internal policies currently outlined in their SOP which speak to standards of conduct 

of officers and issues relative to bribery and corruption.  Further, section 7 of the CMDA makes it an 

offence punishable by a fine of up to $20,000 or imprisonment of up to two years or both, for an officer 

to disclose any information or confidential instructions or provide access to records to an unauthorised 

person.  Section 8 of the CMDA also requires customs officers to disclose their interest as owner or agent 

of any person who owns any vessel or aircraft engaged in trade or if they engage or serve as agent for any 

person engaged in import services.  
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Immigration Department 

 

9.34 ¢ƘŜ L5Ωǎ key functions in relation to ML surround the protection of the VI from illegal migration, people 

smuggling, human trafficking and the ŜƴǘǊȅ ƻŦ ǳƴŘŜǎƛǊŀōƭŜ ǇŜǊǎƻƴǎ ŀǘ ǘƘŜ ¢ŜǊǊƛǘƻǊȅΩǎ ǇƻǊǘǎ ƻŦ ŜƴǘǊȅ.  The 

key vulnerabilities that may limit the IDΩǎ ŀōƛƭƛǘȅ ǘƻ ŜŦŦŜŎǘƛǾŜƭȅ Ƴitigate ML risk include: 

 

¶ sub-optimal level of resources 

¶ lack of documented policies and procedures 

¶ insufficient training 

¶ inefficient data maintenance 

¶ potential corruption within  

Resources 

9.35 The current staff count within the ID is 68 of which 52 are assigned Immigration Officers of varying ranks.  

In addition, there are 3 Officers holding senior posts of Assistant CIO, Deputy CIO and CIO.  The lack of a 

Ŧǳƭƭ ǎǘŀŦŦ ŎƻƳǇƭŜƳŜƴǘ ƛƳǇŀŎǘǎ ǘƘŜ L5Ωǎ ability to effectively carry out its responsibilities, particularly in 

relation to the monitoring of illegal movement of people given the multiple islands and ports of entry that 

that the ID has to service.  

 

Policies and Procedures 
9.36 The ID has an Office Procedures manual in place which covers all processes administered by the ID relative 

to enforcement, border control, processing of entry and landing permits and other administrative 

matters.  This document is currently being updated.  In addition, the procedures are being revised for the 

Board of Immigration, which is established under section 14 of the Immigration and Passport Act to 

provide advisory and consultative functions concerning or connected with the entry of persons into the 

Territory. 

 

Training 

9.37 The ID has been able to attend various training courses in order to improve their skills by participating in 

training opportunities funded by other partners.  In addition, during the reporting period the MOF 

earmarked funds specifically for AML/CFT training for LEAs, from which the ID was able to benefit.  Table 

9.5 below outlines the training undertaken by the ID during the reporting period. 

 

Year Training No. of ID Attendees 
 

2020 
 

Prevention & Detection of Fraud Training  7 
 

 Overview of Disaster Displacement in the Caribbean, 
Experiences and Frameworks  

5 
 

 Migration Practices and Border Management in Disaster 
Contexts  

5 
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 Protection Needs and Psychosocial Support  5 

 Rapid Readiness Assessment  1 
 

 Officer Safety Training  10 

 Firearms Training  7 

 Case File and Investigations 11 

2021 
 

Defence Academy Leadership Masterclass  2 

 The Use of PPE  6 

 A Leaders Guide to Stress Management for Optimal 
Functioning for Leaders, Managers and Supervisors  

15 

 Stress Management for Optimal Functioning for Frontline 
Officers  

14 

 Firearms Training  6 

 Royal Navy International Maritime Training  3 

 Financial Crime Investigation  9 

 Intelligence Foundation Awareness  2 

2022 
 

Overview of FATF Evaluation Process  4 

 Preventing ML/TF/PF 4 

 Countering the Financing of Proliferation 6 

 National Capacity Building Workshop Cross-border movements 
during times of Disaster  

5 

 Operation CARISCA Regional Operational Plan  1 

Table 9.5: Training Courses Attended by Officers of the ID Between 2020 ς 2022 

 

Data Collection and Maintenance 

9.38 The ID significantly improved its record keeping capabilities with the implementation of the Immigration 

Border Management System and e-Visa system (BMS) in December 2020, which records the movement 

of persons and any documents presented during that time.  The BMS integrates with a Watch List 

Management System (WMS), which controls the entry of any person flagged.  However, the department 

could benefit from a system to assist with the collection of status applications and to facilitate the 

processing of those matters.   

 

Corruption 

9.39 Potential ŎƻǊǊǳǇǘƛƻƴ ǿƛǘƘƛƴ ǘƘŜ L5 ƛǎ ŀ ƳŀƧƻǊ ǾǳƭƴŜǊŀōƛƭƛǘȅ ƛƴ ǘƘŜ ±LΩǎ !a[ ŀǊŎƘƛǘŜŎǘǳǊŜ ƎƛǾŜƴ its frontline 

role in protecting the VI from illegal migration, people smuggling, human trafficking and other illegal 

activity.  Within the reporting period two officers were reassigned due to charges being brought against 

them.  Another officer was interdicted and has since been released from employment by the Public 

Services Commission.  

 

9.40 As a Government Department the ID is bound by the PSMC and the Services Commission Regulations.   

Disciplinary matters are handled by the DHR and the Public Service Commission.  In addition, the ID 

intends to develop an internal code of conduct by the third quarter of 2023. 
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Financial Investigation Agency 

 

9.41 ¢ƘŜ CL!Ωǎ ǇǊƛƳŀǊȅ ŦǳƴŎǘƛƻƴǎ ŀǎ ŀƴ [9! ƛƴ ǊŜƭŀǘƛƻƴ ǘƻ a[ ǊŜƭŀǘŜ ǘƻ ǘƘŜ ǊŜŎŜƛǇǘ ŀƴŘ ŀƴŀƭȅǎƛǎ ƻŦ {!wǎ ŀƴŘ 

dissemination of the results of such analysis.  Under the FIAA, the FIA also has responsibility for 

investigating information received relating to a financial offence or the proceeds of a financial offence or 

an MLA request from a foreign jurisdiction.  The key vulnerabilities that may limit the FIAΩǎ ability to 

effectively mitigate ML risk include: 

 

¶ sub-optimal level of resources 

¶ failure to carry out investigations 

¶ insufficient training  

¶ inefficient data maintenance 

¶ limited dissemination of financial intelligence 

¶ insufficient/limited strategic and operational analysis 

 

Resources 

9.42 There are three sections within the FIU ς the analysis team, the investigating team and the intelligence 

team. The analysis team consists of one (1) senior analyst and six (6) analysts and is responsible for 

analysing SARs, making relevant disclosures, including to the RVIPF, FSC and other LEAs/CAs and 

conducting strategic analysis.  The Unit currently receives, on average, 12 SARs per day, given the sharp 

rise in VA-related SARs received by the FIA since 2018.  The ability to effectively analyse SARs has been 

enhanced with the acquisition of commercial analytical tools. These analytical tools enhance the analysis 

process by allowing large volumes of data or complex material to be assessed and organized in a timely 

manner, which improves the efficiency and quality of the analysis. A blockchain analytics tool was also 

acquired in 2022 to assist in the analysis of cryptocurrency SARs. 

 

9.43 The intelligence team comprises of one (1) Senior Intelligence Officer who is responsible for conducting 

background checks and operational analysis on all intelligence gathered.  The intelligence generated as a 

result of the operational analysis is an effective tool used to support or initiate a criminal investigation by 

the RVIPF.  The background checks, which are requested by various government agencies, are used to 

verify the fit and properness of persons identified within the request.  

 

9.44 The investigating team comprises one (1) Senior investigating Officer, two (2) investigating officers and 

one (1) International Support Assistant. The investigating team is responsible for responding to letters of 

request/international co-operation matters when referred to the FIA from the AGC. This team also 

processes requests for information received from domestic and international CAs during the course of 

those agenŎƛŜǎΩ investigations and handles disclosures when necessary.  

 

Investigative Function 

9.45 The investigating team, despite the name, does not conduct investigations although the FIA does have the 

statutory power to do so. Limited investigative measures are undertaken during the analysis stage of SARs.  

It is considered that, if the investigating team were to carry out further investigations based on analysis 
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received from the analysis unit, prior to making disseminations to the FCU, the quality and quantity of 

those disseminations would improve and increase. Improvements in the quality of disseminations to the 

FCU could result in increased investigations and ultimately, prosecutions. Confiscations and other means 

to deprive criminals of their ill-gotten gain could also increase. However, the FIA considers that to 

undertake meaningful investigations it would require more resources. 

 

Training 

9.46 Four (4) analysts and the Deputy Director of the FIU have been certified as cryptocurrency tracing 

examiners. The analysis team also underwent strategic analysis training in 2022 which was aimed at aiding 

the FIA in implementing its strategic objectives of adequately dealing with cryptocurrency matters and 

conducting strategic analysis.  Table 9.7 ōŜƭƻǿ ƻǳǘƭƛƴŜǎ ǘƘŜ ǘǊŀƛƴƛƴƎ ǳƴŘŜǊǘŀƪŜƴ ōȅ ǘƘŜ CL!Ωǎ CL¦ ŘǳǊƛƴƎ 

the reporting period. 

 2020 2021 2022 

Financial Investigation Toolbar and Toolkit Workshop - - 7 

General AML/CFT 15 5 5 

Counter-Proliferation Financing - 4 6 

Cryptocurrency Asset Management Training Course - - 14 

Cryptocurrency Tracing  - 6 6 

Conducting Financial Investigation  - 5 1 

Strategic Analysis - - 6 

Virtual Assets/Virtual Asset Service Providers Workshop - 6 2 

Trade Based Money Laundering - - 6 

ECOFEL Courses (July to September 2022) 

Strategic Analysis   9 

Introduction to Virtual Assets   12 

Virtual Assets Analysis   5 

Cross Border Transportation of Cash and Money 

Laundering 
  

1 

Operational Analysis   1 

Corporate Vehicles and Financial Products   1 

Table 9.7: Formal Training Sessions Attended by FIU Staff 
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Data Collection and Maintenance 

9.47 FIA depends heavily on data for its tactical, operational and strategic analysis and as such, proper data 

collection and maintenance is of the utmost importance to the FIA.  The FIA has moved to electronic filing 

of SARs, which has helped to streamline the process by which SARs are received and documented.  

Maintenance and analysis of data has been problematic due to a lack of human and technological 

ǊŜǎƻǳǊŎŜǎΣ ǿƘƛŎƘ ƛƳǇŀŎǘǎ ǘƘŜ CL!Ωǎ ŀōƛƭƛǘȅ ǘƻ ŎƻƴŘǳŎǘ ǇǊƻǇŜǊ ǎǘǊŀǘŜƎƛŎ ŀƴŘ ƻǇŜǊŀǘƛƻƴŀƭ ŀƴŀƭȅǎƛǎΦ   

 

Dissemination of Financial Intelligence 

9.48 Dissemination of financial intelligence to other domestic and foreign LEAs, and to the RVIPF in particular, 

is a critical component of the investigative process into ML within the Territory.  The number of 

disseminations made to other domestic LEAs is outlined in Table 9.8 below, while Table 9.9 details the 

number of disseminations that have been made to foreign LEAs.  

Agency 2020 2021 2022 Total 

RVIPF (FCU) 11 44 24 79 

FSC 128 73 21 222 

Governor's Office 2 2 7 11 

Department of Labour 0 1 4 5 

Department of Immigration 0 1 4 5 

Department of Trade 2 0 0 2 

Department of Health 1 0 0 1 

Social Security Board 0 0 1 1 

Total 144 121 61 326 

Table 9.8Υ CL¦Ωǎ 5ƻƳŜǎǘƛŎ 5ƛǎǎŜƳƛƴŀǘƛƻƴǎ 

 

 2020 2021 2022 Total 

Total Foreign Disseminations 8 25 19 52 

Table 9.9: Number of Foreign Disseminations Made ς 2020 to 2022 

 

9.49 The FIA has indicated that the increased dissemination rate is a direct result of the increase in the staff 

complement of the FIU, which has allowed it to enhance its capacity to conduct analysis.   Increased 

training has also fostered a greater appreciation among the staff as to the added benefit of incorporating 

Egmont requests into their daily operations. 

 

9.50 However, while there has been a steady increase in disseminations between 2020 and 2022, the overall 

low number of disseminations relative to the number of SARs filed raises the issue of the level of resources 

as well as the level of effectiveness in the analysis of SARs.  Considering the number of SARs received and 

analysed by the FIA during the reporting period, the FIA has made a limited number of disseminations to 

other LEAs.  Table 9.10 illustrates the number of disseminations made annually as a percentage of SARs 

received. 
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 2020 2021 2022 

No. of SARs Received  1254 1179 4779 

No. of Disseminations Made 152 146 80 

% of Disseminations Made vs SARs Received 12.12% 12.38% 1.67% 

Table 9.10: Number of Disseminations Made Annually as a Percentage of SARs Received 

Strategic and Operational Analysis 

9.51 The analysis team is also responsible for conducting strategic analysis.  During the reporting period one 

strategic intelligence project was initiated, which currently remains ongoing.  In addition, a trends and 

typologies report was prepared in 2022 as a result of the high number of SARs received relating to a 

particular country.  That report resulted in the preparation of a second report which was shared with the 

targeted jurisdiction (see Case Study 1 below). 

 

Case Study 1 

 

The FIA conducted an ML typology in 2022 as a result of a significant number of VA-related SARs 

involving citizens of a particular jurisdiction which were filed by BVIBCs operating as VASPs. The study 

was based on five hundred and three (503) SARs submitted during the first quarter of 2022. The study 

was also conducted to establish the reason(s) for reporting as well as the type of offences reported in 

each SAR. 

The SARs were filed because the subjects engaged in activities involving a particular gambling cluster 
although they were based in a jurisdiction where gambling is illegal. All three (3) accounts had activity 
with the same gambling cluster. The subjects, all males were between the ages of 30-45. All the subjects 
listed their occupations as being self-employed.  
 
The gaming activity/transactions occurred just over a month after the accounts were established. The 

transactions which involved alleged criminal proceeds totalled USD $3,397,263.24. The results of the 

analysis, including the names and dates of birth of the identified individuals and the type of offences 

reported in each SAR were shared with the FIU of the targeted jurisdiction. 

 

9.52 This lack of strategic analysis by the FIA clearly impacts the timeliness and effectiveness in which it is able 

to identify new trends and typologies that may arise based on the information being submitted in the 

various SAR reports.  This has a knock-on effect, as such reports are useful in bringing awareness of 

developing trends and methodologies used to facilitate ML, not only to the FIA and other LEAs, but also 

to the reporting institutions who are responsible for filing SARs.  

9.53 As noted above, the intelligence team is responsible for conducting operational analysis.   Since being 

operationalised in January 2022, twelve (12) intelligence files have been created.  One (1) matter resulted 

in a dissemination to the FCU, while two (2) others were disclosed to the Intelligence Unit of the RVIPF 

These matters remain active.  
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9.54 There are another ten (10) active matters currently being analysed by the Senior Intelligence Officer.  This 

ƭŀŎƪ ƻŦ ƻǇŜǊŀǘƛƻƴŀƭ ŀƴŀƭȅǎƛǎ ƛƳǇŀŎǘǎ ǘƘŜ CL!Ωǎ ŀōƛƭƛǘȅ ǘƻ ǇǊƻǾƛŘŜ ǎǳǇǇƻǊǘ ǘƻ ƻǘƘŜr LEAs in building criminal 

profiles or charting the operations of a specified target or criminal network.  
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The Office of the Director of Public Prosecutions 

 

9.55 The primary functions of the ODPP in relation to ML pertain to the prosecution of predicate offences and 

proceeds of criminal conduct cases.  The key vulnerabilities identified that may ƛƳǇŀŎǘ ǘƘŜ h5ttΩǎ ŀōƛƭƛǘȅ 

to effectively mitigate ML risk include: 

 

¶ sub-optimal level of resources 

¶ insufficient training  

¶ lack of prioritisation of PCC (ML) cases 

¶ poor data maintenance 

¶ lack of proper policies and procedures 

 

Resources 

9.56 The ODPP currently has 16 staff of which eight are legal Counsel.    Efforts have been ongoing to increase 

the counsel and staff complement.  Table 9.11 below outlines the number of PCC cases prosecuted and/or 

concluded during the reporting period and the outcomes. 

 

 2020 2021 2022 

Cases Prosecuted 7 8 10 

Cases Concluded 7 7 4 

Convictions 9 2 4 

Table 9.11: Number of PCC Cases Prosecuted and/or Concluded Between 2020 and 2022 

 

 

Training 

9.57 The ODPP has been the recipient of training opportunities provided for by the FCDO and other partners.  

In addition, the ODPP was able to benefit from the funds earmarked by the MOF specifically for AML/CFT 

training for LEAs.  Table 9.12 below outlines the training undertaken by the ODPP during the reporting 

period. 

Year Training 

Number of ODPP 

Attendees 

2021 

Financial Crime Investigation Training for 

Prosecutors  10 

 

Confiscation, Forfeiture and Asset Management 

Training  19 

2022 

IMF Training on 4th Round Mutual Evaluation 

Process 2 
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 Countering the Financing of Proliferation 2 

 Crypto Currency and Financial Investigations 3 

Table 9.12: ODPP Staff Training (2020-2022) 

 

9.58 Further, specialised prosecutorial training took place in December 2022, which focused generally on ML, 

TF and PF and more specifically on confiscation, providing guidance to police on financial investigations 

and deciding when to prosecute.  Such training should aid in developing the skills within the ODPP to 

effectively prepare and prosecute PCC (ML) cases. 

 

Prioritisation of ML Cases 

9.59 The ODPP has indicted that all PCC matters including ML, like all offenses, are pursued once a two-tier 

test is met.  This two-tier test consists of an evidential test and a public interest test.  The evidential test 

determines whether there is sufficient evidence that would more than likely lead to a conviction, while 

the public interest test determines whether it is the public interest to commence a prosecution.  Once the 

evidential test has been satisfied the public interest will be assessed.  Only when both tests are met will a 

prosecution commence.  While the public interest test takes into account several factors, such as the 

seriousness of the offence, the level of culpability of the suspect, the circumstances of the offence, the 

harm caused to the victim, the impact on the community and consideration on whether prosecution is a 

proportionate and appropriate response, the two-tier test does not provide for the prioritisation of cases 

based on the seriousness of the offence, type of offender, or the level of risk to the Territory in relation 

to the offence(s) committed.  The ODPP has indicated that all cases are given equal priority irrespective 

of the offence.  

 

Data Collection and Maintenance 

9.60 Data collection and maintenance has been challenging for the ODPP due to a lack of human and 

technological resources needed to properly collect and maintain the required data.  This has also made it 

difficult to reconcile data maintained by the ODPP with that of the RVIPF, particularly with regard asset 

seizures and forfeitures.   

 

Policies and Procedures 

9.61 The ODPP does not differentiate between the preparation and presentation of PCC cases and other 

criminal cases.  Prosecutions are handled on a case-by-case basis, with guidance being provided to counsel 

in how to properly prosecute PCC (ML) cases as needed.  Specific written policies and procedures for 

prosecution of ML cases have not been considered necessary by the ODPP.    However, the ODPP has 

commenced drafting an official strategy and policy to combat ML as well as TF, PF and other related 

crimes. The policy and strategy are being developed in conjunction with the other LEAs and the CLEA.   
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¢ƘŜ !ǘǘƻǊƴŜȅ DŜƴŜǊŀƭΩǎ /ƘŀƳōŜǊǎ 

 

9.62 Lƴ ǊŜƭŀǘƛƻƴ ǘƻ a[Σ ǘƘŜ !D/Ωǎ ǇǊƛƳŀǊȅ ŦǳƴŎǘƛƻƴǎ ǊŜƭŀǘŜ ǘƻ a[! ŀƴŘ ŜȄǘǊŀŘƛǘƛƻƴ ƳŀǘǘŜǊǎΦ  YŜȅ ǾǳƭƴŜǊŀōƛƭƛǘƛŜǎ 

that may limit ǘƘŜ !D/Ωǎ ability to effectively mitigate such risk include: 

 

¶ sub-optimal level of resources 

¶ insufficient training  

¶ poor data maintenance 

¶ lack of proper policies and procedures 

 

Resources 

9.63 The standard timeline the AGC works towards to respond substantially to an MLA request from a 

requesting authority is within sixty (60) days of receipt. The lack of a full staff complement has negatively 

ƛƳǇŀŎǘŜŘ ǘƘŜ !D/Ωǎ ŀōƛƭƛǘȅ ǘƻ ǊŜǎǇƻƴŘ ǘƻ ǎǳŎƘ ǊŜǉǳŜǎǘǎ ƛƴ ŀ ǘƛƳŜƭȅ ƳŀƴƴŜǊ ŀǎ ƛƭƭǳǎǘǊŀǘŜŘ ƛƴ Table 9.13 

below.  

Table 9.13: Average Time Taken to Respond to MLA Requests Between 2020 and 2022 

 

9.64 Prior to 2022 there was a considerable delay in the processing of MLA requests due to the loss and re-

assignment of staff as well as the impact of the global COVID-19 pandemic.  In 2022, however, the AGC 

took a renewed focus on ensuring the timely management of MLA requests. A dedicated Crown Counsel 

is now assigned to the processing of MLAs and service of judicial documents. The Crown Counsel is 

supported by a case manager, another Crown Counsel and an administrative assistant who render support 

to the processing of MLA and service of documents requests.    

 

9.65 In relation to extraditions, there is one senior counsel within the AGC who is assigned to deal with 

extraditions, amongst other duties of an international nature.  The AGC has received only one extradition 

request during the reporting period, which is still ongoing10.   

 

Training 

9.66 The AGC was able to benefit from training opportunities provided for by the FCDO and other partners.  It 

was also able to benefit from the funds earmarked by the MOF specifically for AML/CFT training for LEAs, 

allowing the entire staff of AGC to receive training in AML/CFT, MLA, Extradition and Sanctions in 2022.  

Table 9.14 below outlines the training undertaken by the AGC during the reporting period.  

 

 
10 On 15 February 2023 the Privy Council ǊŜŦǳǎŜŘ ǘƘŜ ŀŎŎǳǎŜŘΩǎ ŀǇǇƭƛŎŀǘƛƻƴ ŦƻǊ ǇŜǊƳƛǎǎƛƻƴ ǘƻ ŀǇǇŜŀƭ ǘƘŜ aŀƎƛǎǘǊŀǘŜΩǎ ŘŜŎƛǎƛƻƴ ǘƻ ŜȄǘǊŀŘƛǘŜΦ  ¢ƘŜ 
accused was successfully extradited to the US on 27 February 2023 

Year Time Taken to Respond (in days) 

2020   95 

2021 157 

2022   78 
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Year Training 

Number of AGC 

Attendees 

2021 

Caribbean Conference on Corruption, Compliance 

and Cybercrime 1 

2022 Financial Sanctions Implementation Forum 1 

 MLAT and Extradition 21 

 

Anti-money Laundering: Current Trends, 

Prosecutions and Challenges 1 

 Countering the Financing of Proliferation 3 

 

International Cooperation and Mutual Legal 

Assistance in Criminal Matters 1 

 

Caribbean Conference on Corruption, Compliance 

and Cybercrime 1 

 FATF Academy Introductory Course 1 

Table 9.14: AGC Staff Training (2020-2022) 

Data Collection and Maintenance 

9.67 The AGC, has commenced a data cleansing exercise to ensure that its MLA records are accurate.  This 

exercise should also aid in identifying any requests that may not have been adequately handled and 

should form the basis for more accurate and timely data collection.   

 

Policies and Procedures 

9.68 ¢ƘŜ ǇǊƻŎŜŘǳǊŜ ŦƻǊ ǇǊƻŎŜǎǎƛƴƎ a[! ǊŜǉǳŜǎǘǎ ƛǎ ƻǳǘƭƛƴŜŘ ƛƴ ǘƘŜ !D/Ωǎ {ǘŀƴŘŀǊŘ hǇŜǊŀǘƛƴƎ tǊƻŎŜŘǳǊŜǎ ŦƻǊ 

Mutual Legal Assistance Requests.  This guidance document was created in 2014 as a guide for responding 

to MLA and the service of document requests. In 2022, the AGC embarked on revising the guidance 

document to ensure the procedures outlined in the manual were fit for purpose for the current MLA 

environment.  The revised document is in its final stages of completion and should provide clear guidance 

to counsel and support staff on how to manage and respond timely to MLA requests.  

 
9.69 With regard to extraditions, in an effort to improve efficiency between agencies involved in responding 

to extradition requests, the GO, AGC and ODPP collaborated in 2022 to produce and updated Extradition 

Manual.  The revised Extradition Manual provides clear guidance to the relevant competent authorities 

involved in the extradition process by outlining the responsibilities of each agency and outlining how to 

effectively facilitate the process. 

 

 
  

https://bvifscv-my.sharepoint.com/personal/mccalla_bvifsc_vg/Documents/Virgin%20Islands%20Mutual%20Evaluation/Effectiveness%20Documents/Reference%20Documents/IO1.11%20Virgin%20Islands%20Extradition%20Manual%20(Approved%2024-Jun-22).pdf
https://bvifscv-my.sharepoint.com/personal/mccalla_bvifsc_vg/Documents/Virgin%20Islands%20Mutual%20Evaluation/Effectiveness%20Documents/Reference%20Documents/IO1.11%20Virgin%20Islands%20Extradition%20Manual%20(Approved%2024-Jun-22).pdf
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The Office of the Governor 

9.70 Lƴ ǊŜƭŀǘƛƻƴ ǘƻ a[ ǘƘŜ DhΩǎ ƪŜȅ ŦǳƴŎǘƛƻƴǎ ǊŜƭŀǘŜ ǘƻ a[! ŀƴŘ ŜȄǘǊŀŘƛǘƛƻƴ ƳŀǘǘŜǊǎΦ  YŜȅ ǾǳƭƴŜǊŀōƛƭƛǘƛŜǎ 

identified that may impact the GOΩǎ ability to effectively mitigate risk resulting from such matters include: 

 

¶ sub-optimal level of resources 

¶ insufficient training 

¶ lack of proper policies and procedures 

 

Resources 

9.71 Staff of the GO that handle MLA and extradition matters are employed by and through the FCDO.   Officers 

receive the MLA requests, which are then forwarded to the AGC for processing.  Given the sensitive nature 

of extradition matters, these are currently handled by the Head of the GO and supported by legal counsel 

within the AGC.  The same staff that handle MLA requests also handle sanctions related matters.  Due to 

the ongoing Russia-Ukraine conflict the number of sanctions related matters has increased significantly, 

and the GO has had to engage an additional temporary staff to assist with the processing of Compliance 

Reporting Forms and licence applications.  This increase in sanctions matters may have an impact on the 

DhΩǎ ŀōƛƭƛǘȅ ǘƻ ŜƴǎǳǊŜ ǘƛƳŜƭȅ ƘŀƴŘƭƛƴƎ ƻŦ a[! ǊŜǉǳŜǎǘǎΦ 

 

Training 

9.72 The main source of funding for training in the GO is through the FCDO, which allows staff to participate in 

relevant training locally and overseas.  Some training is also provided by the FCDO International Academy. 

The GO also engages in relevant training funded by other external sources whenever possible.   Table 9.15 

below outlines the training undertaken by the GO during the reporting period. 

 

Year Training 

Number of GO 

Attendees 

2020 Mutual Legal Assistance: GO processes  2 

 Investigating Financial Crime Including Sanctions 1 

2021 Maritime Sanctions  1 

 Introduction to FATF Mutual Evaluation 2 

 Overview of Sanctions 2 

 Proliferation Financing 2 

 Financial Crime Investigation: Case Management 1 

 Seminar on Financial Crime 1 

 Licensing Webinar: How to Report to OFSI 1 
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 Processing Sanctions Applications  1 

 Introduction to FATF 2 

2022 Financial Sanctions and NGOs 3 

 Sanctions and Licensing for OTs Conference 1 

 IMF Pre-assessment Training 2 

 MLA Workshop 1 

 Counter-proliferation Financing  2 

 

Sanctions Workshop on Regulatory Developments, Risk 

Typologies and Wider Corporate Transparency Issues 1 

Table 9.15: GO Staff Training (2020-2022) 

 

Policies and Procedures 

9.73 The handling of extraditions within the VI has had various degrees of success over the years.  There are 

several agencies involved with extradition within the VI who require firm guidance on what their 

responsibilities are in relation to such requests, both incoming and outgoing.   After considered review it 

was recognised that the existing extradition manual did not provide sufficient guidance, especially after 

the new legal framework for extradition was introduced in the VI in 2016.   Thus, in an effort to improve 

efficiency and provide up to date guidance on the handling of such requests, the GO, AGC and ODPP 

collaborated in 2022 to produce the updated Extradition Manual.  As noted above, the revised Extradition 

Manual provides clear guidance by outlining the responsibilities of each agency and outlining how to 

effectively facilitate the process. 

 

  






















































































































































































































